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Abstract

In the world of healthcare where we produce data every single time, data

security, interoperability, and scalability are the challenges. Traditional health-

care systems more often struggle with these issues, resulting in data breaches,

and patients having limited control over their own health data. To tackle these

challenges, we propose an innovative framework(SHSP) A Scalable Framework

for Healthcare System using Polygon Blockchain. that utilizes the Matic network

a scalable layer 2 solution. Polygon offers fast and cost-effective transactions,

making this suites for healthcare applications. In this paper, we propose a scal-

able framework that leverages the power of the Polygon blockchain to create a

robust healthcare system. Our framework incorporates various components, in-

cluding patient data management, interoperability and access control to build

a secure and efficient healthcare ecosystem. Patient data management ensures

that health records are securely stored on the blockchain while access control

ensures that only authorized entities can access and update patient data. Smart

contracts are utilized to enforce access control policies and automate healthcare

processes, eliminating reliance on intermediaries and improving system efficiency.

By leveraging the unique features of the Polygon blockchain, our framework offers

a scalable and more secure solution for healthcare systems, enabling efficient data

management, improved interoperability, and security.
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Chapter 1

INTRODUCTION

1.1 Background

Healthcare providers, administrators, and researchers increasingly rely on Elec-

tronic Health Records (EHRs), which are computerized compilations of health-

care operations and assessments. [1]. Structured and unstructured data are both

present in electronic health records [2]. Diagnoses, medications, and test values

are all examples of the types of structured data found in EHRs. However, ex-

amples of unstructured data include clinical documentation such as notes, and

discharge summaries created by healthcare professionals. When doctors enter

their notes on a patient’s condition into an electronic health record (EHR), they

do it in free text. Electronic health record (EHR) adoption has skyrocketed in

recent years. It has risen drastically in the US, going from 10% to almost 96%

in just ten years. The sum is up by well over 85 percent [3]. The same pat-

tern holds true for Australia’s GP offices, major hospitals, and medical service

providers [4,5]. The widespread use of EHRs has resulted in a data volume large

enough to be classified as ”Big Data,” which includes the processing and use of

the vast amounts of information stored in EHRs. There is a need to invent tech-

nological devices that can organize, evaluate, and recognize patterns within this

information because the ability of the human intellect to analyze, understand, and

interpret information is limited. The next phase in creating an EHR ecosystem

is to conduct an analysis of data on EHRs big data, which includes the imple-

mentation of information mining and processing of natural language techniques.

To deal with the explosion of free-form text in the medical field, researchers have

turned increasingly to cutting-edge Machine Learning (ML) methods [6,7]. Many

medical and healthcare contexts [8] include the diagnosis of heart disease and

other cardiovascular issues [9]. Blockchain is an exciting new technology with

the potential to revolutionize healthcare data administration by enabling greater

data efficiency and ensuring trust [10-15]. Decentralized storage, transparency,

data integrity, verification, data access flexibility, connectivity, and security are
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remarkable and built-in properties that allow BT to employ extensively in the

healthcare industry [16-17]. Electronic health records (EHRs) could play a vital

role in modern healthcare system , with an increase in data According to a study,

it has been predicted that by 2020, the volume of unstructured medical data was

double in just 73 days. Unstructured data, which includes things like clinical re-

ports, free-text documents, and medical notes, refers to information that doesn’t

have a set format or organization. This type of data accounts for approximately

80% of the total healthcare data, making it challenging to effectively analyze and

extract valuable insights [18]. However, managing EHRs can be complex, espe-

cially in large healthcare organizations with multiple stakeholders. Blockchain

technology (BT) offers a promising solution, providing a secure and decentral-

ized approach for transferring medical data [19]. In this paper, we propose a

framework called SHSP (Scalable Healthcare System using Polygon Blockchain)

for a blockchain-based EHR management system. SHSP aims to enhance the

scalability, efficiency, security, and interoperability of EHRs in large healthcare

organizations. By leveraging the distributed nature of blockchain and consensus

algorithms, SHSP efficiently handles a large volume of EHRs while ensuring secu-

rity through cryptographic techniques. We use a popular blockchain framework

which is Matic network to create a secure network that enables seamless sharing

of patient data among different providers and systems. We also discuss technical

issues related to blockchain-based EHR administration. SHSP offers as an ex-

ample of how BT may change EHR administration and draws attention to the

possibility for more developments in this field.

1.2 Problem Statement

The healthcare industry is facing numerous challenges that hinder the smooth ex-

change of information, compromise patient care, and impede efficient healthcare

management. These challenges include problems with managing data in a frag-

mented way, difficulties in achieving interoperability among various stakeholders,

and concerns about the security and privacy of patient information Traditional

healthcare institutions are finding it difficult to deal with these problems, which

has led to inefficiencies, data breaches, and subpar patient outcomes. industry’s

current solutions frequently aren’t scalable, affordable, or capable of handling

the expanding volume of healthcare data. As healthcare organizations strive to

adapt to technological advancements and embrace digital transformation, there

is an urgent need for an innovative solution that can overcome the limitations

of traditional systems and provide a scalable framework to improve healthcare

operations, data management, and patient care. Blockchain technology emerges
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as a promising solution with the potential to revolutionize the healthcare in-

dustry. Blockchain can successfully address the issues facing healthcare systems

by providing decentralized, transparent, and secure data management capabili-

ties. There aren’t many comprehensive frameworks that are particularly suited

to the business. The potential of certain blockchain platforms, like the Poly-

gon blockchain, for healthcare applications, must be thoroughly investigated and

assessed because there are several alternative blockchain platforms, including

Ethereum and Hyperledger, each having its own advantages and disadvantages.

As a result, the major objective of this thesis is to design and create a scal-

able framework that responds to the problems of fragmented data management,

restricted interoperability, and data security issues.

1.3 Thesis Motivation

Healthcare systems must be secure, efficient, and scalable since patient data is

growing more and more quickly. Blockchain technology has shown promise in

terms of transparency, immutability, and decentralized data management, and it

has become a potential solution to the issues that traditional healthcare systems

face. However, scale issues with current blockchain technology typically prevent

their widespread implementation in the healthcare sector. The necessity to pro-

vide a scalable architecture for healthcare systems that make use of the Polygon

blockchain is what spurred the creation of this thesis. Polygon is a Layer 2 scal-

ing solution developed on the Ethereum network. Polygon is a great option for

creating scalable healthcare applications because of its fast throughput, cheap

transaction costs, and compatibility. The main goal of this thesis is to create a

strong framework that can successfully fulfill the scalability needs of healthcare

systems by using the distinctive features and capabilities of Polygon. In addition,

the framework needs to expressly address the requirements of healthcare organiza-

tions, practitioners, and patients in order to guarantee data protection, integrity,

and accessibility. This framework will help change the healthcare environment

by improving interoperability, medical data management efficiency, and overall

healthcare service delivery. The ultimate goal of this research is to advance the

healthcare systems by providing a comprehensive solution that combines the ben-

efits of blockchain technology, specifically the Polygon blockchain, with the scala-

bility requirements of the healthcare industry. By creating a robust and efficient

framework, this research strives to revolutionize healthcare data management,

improve patient care, and foster innovation within the healthcare ecosystem. In

summary, this thesis addresses the pressing need for scalable healthcare systems

by proposing a framework that leverages the unique capabilities of the Polygon
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blockchain. This project intends to provide a strong solution that unleashes the

full potential of decentralized and secure healthcare systems by fusing blockchain

technology with healthcare requirements. By encouraging openness, efficiency,

and better healthcare outcomes, the suggested paradigm will ultimately be ad-

vantageous to healthcare practitioners, providers, and most crucially, patients for

handling their data.

1.4 Overview of Blockchain Technology

Blockchain, a distributed and decentralized digital ledger technology, has the po-

tential to completely change a variety of sectors throughout the world. Blockchain

was initially developed as the underpinning technology for virtual currencies like

Bitcoin, but it now has a wide range of uses that provide new prospects for effi-

ciency, security, and transparency across many industries. BT is used to create

a distributed digital ledger that cannot be altered. BT will provide a secure,

transparent, and decentralized platform for storing and exchanging important

data and value without the need for intermediaries. This innovative technology

ensures the integrity and confidentiality of data through cryptographic techniques

and consensus algorithms. It offers a reliable and trustworthy means of data ex-

change, promoting trust and accountability in various industries. Additionally,

the decentralized nature of blockchain eliminates the reliance on intermediaries,

reducing costs, enhancing efficiency, and promoting transparency in transactions

and data exchanges [20]. Every node in the system maintains a copy of the ledger

and uses consensus techniques to confirm transactions. The system runs on a

distributed network of nodes. A permanent and immutable record of all transac-

tions is created by recording transactions in blocks and adding those blocks to a

chain of prior blocks. BT has potential uses in many other industries, including

finance, supply chain management, and healthcare, while being predominantly

identified with cryptocurrencies like Bitcoin. The distributed and decentralized

nature of BT, together with the usage of cryptographic methods, all contribute

to its security [22]. These are a few significant methods that BT provides security:

• Decentralization: Because blockchain is intended to be decentralized, no single

party has complete control over the network. that’s why it is challenging for a

single entity to alter the records or influence the network.

• Consensus Processes: For validating transactions and protect the integrity of

the ledger, blockchain depends on consensus mechanisms. It is difficult for anyone

node to make unauthorized changes due to these procedures, this will guarantee

that all nodes in the network concur on the ledger’s current state.
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• Cryptography: Blockchain secures transactions and restricts illegal access to

the data by implementing a variety of cryptographic techniques, such as hashing

and digital signature.

• Immutability: when any transaction is done on the blockchain and then added

to the blockchain it becomes immutable. This means that the data cannot be

altered or erased, ensuring its integrity and authenticity. The blockchain acts as a

permanent record that cannot be changed, providing a robust and secure system

for data storage and exchange. This unique feature of blockchain guarantees the

immutability and tamper-proof integrity of data.

Although it has enormous promise, blockchain technology still has problems.

Among the problems that need more study and development are scalability, en-

ergy use, regulatory frameworks, and interoperability. Nevertheless, continuous

developments and alliances in the blockchain industry are resolving these issues

and spurring innovation. Blockchain technology has been a disruptive factor in

several sectors, providing efficiency, security, and transparency. Because of its de-

centralized structure, transparency, and cryptographic security, transactions may

be trusted and middlemen are not required. Blockchain technology has the ability

to transform conventional processes and improve the way we do business, inter-

act, and share information. Applications range from supply chain management

to healthcare and banking. We may anticipate fresh developments as blockchain

research and development proceed in order to fully realize its promise and usher in

a new era of decentralized and trustless systems. Blockchain, the technology that

powers cryptocurrencies like Bitcoin, has drawn a lot of interest due to its poten-

tial to alter established institutions and businesses. Explore the core ideas and

elements that give blockchain its strength and innovation as a decentralised ledger

system in order to fully grasp its potential and consequences. Blockchain, at its

heart, is a distributed ledger that keeps an ever-expanding collection of informa-

tion called blocks. A chain-like structure is created by each block, which consists

of a series of transactions or data that are cryptographically connected to the one

before it. This cryptographic linking, achieved through hash functions, ensures

the immutability and integrity of the data stored in the blockchain. Decentral-

ization lies at the heart of blockchain technology. Blockchain is an alternative to

centralised systems, where data and transactions are controlled by a single entity.

Blockchain relies on a network of participants, known as nodes, to jointly main-

tain and validate the ledger. In addition to doing away with the need for middle-

men, this decentralized design improves security and resilience by removing single

points of failure and decreasing the possibility of fraud or manipulation. Consen-

sus processes inside a blockchain network are crucial for maintaining transaction

consistency and agreement. Different consensus techniques, including proof-of-
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work (PoW), proof-of-stake (PoS), and delegated proof-of-stake (DPoS), make

sure that network users agree on the legitimacy and chronological sequence of

transactions. To participate in the consensus process for any of these algorithms,

individuals must donate computer resources, stake their tokens, or allocate their

voting power. Depending on the chosen consensus method, adding new blocks

to the blockchain either entails mining or validation. In PoW-based blockchains,

miners compete to find solutions to challenging mathematical problems. The

winner receives a newly created Bitcoin and the right to add the next block.

1.4.1 Types of Blockchain

Different network types that use blockchain technology are included; each has

unique properties and degrees of accessibility. Let’s examine the three most com-

mon types: consortium blockchain , private blockchain, and public blockchain.

Public Blockchain (Permissionless): A public blockchain, commonly referred to

as a permissionless blockchain, is a network that is accessible to everyone. Due to

the decentralized nature of its operation, any user is free to sign up, verify trans-

actions, and add new blocks. Bitcoin is among the most well-known instances of

a public blockchain.

Consortium Blockchain (Public Permissioned): Public permissioned blockchains,

also known as consortium blockchains, operate on a hybrid format that combines

features from both public and private blockchains. A small number of nodes or

participants are allowed to join and participate to the consensus mechanism in a

consortium blockchain. Blockchain consortiums are frequently created within a

given sector or when several firms work together on a particular use case. They

provide some decentralisation while retaining some central control in the early

stages. In contrast to public blockchains, consortium blockchains often include

known and pre-selected participants, allowing for speedier consensus and better

scalability.

Private Blockchain: The most regulated kind of blockchain network is a private

one. When access to the blockchain is restricted to a particular business or a

small group, they are frequently used inside those confines. Private blockchains

demand specific permission to join the network, in contrast to public blockchains,

which are accessible to everyone. Private blockchains provide more privacy and
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control. Which nodes may process transactions, carry out smart contracts, or

function as miners depends on the network’s governance. With a permissioned

system, access to and participation in the blockchain may be more tightly regu-

lated. As a result, compared to public blockchains, private blockchains can offer

improved scalability and quicker transaction processing.

1.5 Blockchain Architecture

Figure 1.1: Blockchain Architecture With Genesis Block

Elements, nodes, and consensus methods are the three basic building blocks

of the blockchain architecture. Each element is essential to maintaining the

blockchain’s stability and integrity.

Blocks: A blockchain is made up of blocks, each of which contains a list of

transactions or other information. Cryptographic hashes are used to bind these

blocks together in time. Each block’s hash is calculated using its own data as well

as the hash of the one before it. The term ”blockchain” refers to the continuous

chain of blocks created by this connecting technique. The architecture makes the

blockchain tamper-evident and unchangeable by guaranteeing that any change to

one block renders all future blocks invalid.

Nodes: The members of the blockchain network called nodes are in charge of

upholding and verifying the reliability of the blockchain. Due to the fact that

every node has a copy of the full blockchain, it is decentralized and robust. There

are two sorts of nodes: complete nodes and lightweight nodes. Lightweight nodes

rely on full nodes for transaction verification, whereas full nodes hold the whole
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blockchain and take part in validation. Nodes are decentralized, which increases

security and prevents illegal tampering by guaranteeing that no single party has

total authority over the blockchain.

Consensus Mechanisms: Consensus techniques are essential for guaranteeing that

the legitimacy and chronological sequence of transactions are agreed upon by each

node in the network. These procedures support decentralized decision-making

and safeguard the blockchain’s reliability. There are several consensus algorithms,

each with a different strategy. Proof-of-work (PoW) is the most well-known con-

sensus process, in which nodes compete to solve challenging mathematical prob-

lems. The first node to solve the puzzle receives a payment and is designated

as the block validator. Proof-of-stake (PoS), which selects validators based on

their stake or ownership of a specific amount of cryptocurrency tokens, is another

well-known consensus mechanism. Consensus mechanisms make sure that only

legitimate transactions are recorded on the blockchain and stop bad behavior like

double-spending or fraudulent transactions.

Figure 1.2: How Blockchain Technology Works
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In conclusion, blockchain technology’s underlying decentralized and secure

ledger system is known as blockchain architecture. It is made up of blocks, nodes,

and consensus processes that work together to provide a reliable, efficient, and

transparent system for storing and confirming transactions. Blockchain architec-

ture has the potential to transform businesses throughout the world by opening

up new opportunities for secure and effective digital transactions thanks to its

inherent advantages of transparency, security, and trust.

1.6 Healthcare System Limitations

Traditional healthcare systems face several limitations that can impact their ef-

fectiveness in delivering optimal care. Some of these limitations include:

1 Lack of Real-time Data: Traditional systems often rely on paper-based

records or outdated electronic health record (EHR) systems that may not

provide immediate access to patient information. This delay in accessing

crucial data can lead to delayed decision-making and potentially compro-

mise patient care, particularly in urgent situations.

2 Centralized Data Storage: Patient data in traditional systems is typically

stored in centralized databases managed by healthcare organizations. This

centralized approach creates a single point of failure and increases the risk of

security breaches and data loss. Additionally, patients have limited control

over their own data, reducing their ability to manage and share it as needed.

3 Limited Patient Engagement: Traditional systems often offer limited av-

enues for patients to actively participate in their healthcare. Access to per-

sonal health records may be restricted, making it challenging for patients

to take an active role in their own care management. This limitation can

hinder shared decision-making, patient education, and self-care practices.

4 High Costs: Implementing and maintaining traditional healthcare systems

can be expensive. The infrastructure required, including hardware, soft-

ware licenses, and ongoing maintenance, can incur significant costs. Fur-

thermore, integrating different systems and ensuring interoperability can

further contribute to high implementation expenses.

5 Interoperability Challenges: Seamless data exchange and integration be-

tween different healthcare systems is a complex challenge in traditional

setups. The lack of standardized data formats and protocols makes it dif-

ficult to share patient information across different providers and systems.
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This fragmentation hampers care coordination and continuity, affecting the

overall quality of healthcare.

6 Limited Scalability: Traditional systems may struggle to scale effectively

as healthcare demands and data volumes increase. Expanding existing in-

frastructure to accommodate growing needs can be a complex and costly

endeavor, posing challenges in providing efficient and accessible healthcare

services.

7 Regulatory and Privacy Concerns: Compliance with regulations and pri-

vacy requirements, such as HIPAA, adds complexity to traditional health-

care systems. Ensuring adherence to these regulations while enabling data

sharing and protecting patient privacy can be a delicate balance.

Overcoming these limitations requires innovative approaches and technologies,

such as blockchain, to address the inherent challenges of traditional healthcare

systems. By leveraging these advancements, healthcare organizations can en-

hance the quality of care, improve data accessibility and security, and empower

patients to actively participate in their own healthcare journey.

1.7 Healthcare System Challenges

1 Fragmented Data Management: Patient information is often scattered across

different systems or databases, making it difficult to access and integrate.

This fragmentation can lead to incomplete or inaccurate medical records,

causing delays or errors in diagnosis and treatment.

2 Limited Interoperability: Healthcare systems struggle to seamlessly ex-

change patient data between different providers and organizations. This

lack of interoperability hampers care coordination and results in gaps in pa-

tient care, as crucial information may not be readily available when needed.

3 Security and Privacy Concerns: Safeguarding patient information is critical,

but traditional systems face challenges in ensuring data security and pri-

vacy. Breaches and unauthorized access to patient records can have severe

consequences, including identity theft and compromised patient confiden-

tiality.

4 Inefficiencies in Administrative Processes: Administrative tasks in health-

care, such as appointment scheduling and billing, often rely on manual and

paper-based workflows.
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5 Lack of Scalability: As the healthcare industry grows and generates an

increasing volume of data, traditional systems may struggle to scale effec-

tively. The existing System not have the capacity to handle the growing

demands.

Addressing these challenges is crucial for improving the healthcare system

and enhancing patient care. By leveraging innovative technologies like the Poly-

gon blockchain, it becomes possible to develop a scalable framework that tackles

these challenges head-on. This framework can offer secure data management, pro-

mote interoperability among healthcare stakeholders, streamline administrative

processes, and ultimately contribute to better healthcare outcomes.

1.8 Application of Blockchain In healthcare

By tackling important issues like data security, interoperability, and patient pri-

vacy, blockchain technology has the potential to transform the healthcare sector.

Healthcare firms may increase data sharing, streamline processes, and improve

patient outcomes by utilising the special capabilities of blockchain. Let’s look at

some blockchain uses in the healthcare sector.

• EHRs

A secure, decentralized, platform for storing and exchanging electronic health

records (EHRs) will be managed with the help of BT[22-23], which significantly

improves patient privacy, data security, and healthcare provider access to medical

records. Patients can retain ownership of their health data and see who has access

to it by using BT to store EHRs in a secure ledger that is immune to hacking and

gives proof of changes that are ever made on the system and have every record

of it. With minimized chances of data theft and data breaches, patient privacy

will surely increase. and also in comparison to traditional centralized databases,

blockchain’s distributed and decentralized design will provide a greater enhance-

ment of security and reliability, reducing the likelihood of data loss or corruption.

Finally, BT will make it easy for healthcare service providers to share medical

records which would improve the efficiency and quality of whole healthcare Sys-

tem [24]. The potential advantages of blockchain in EHR administration are

enormous and need additional investigation. Despite the difficulties and restric-

tions that currently stand in the way of the broad deployment of blockchain in

healthcare, such as legal issues and technological constraints[25].

• Supply Chain Management
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BT can give a safe and transparent way to track pharmaceutical products through

the supply chain ensuring their authenticity and safety. Pharmaceutical firms

would make an irreversible record of a product’s route from the maker to the end

consumer by employing BT solutions. This will have details such as the product’s

origin, production and expiration dates, and transportation and storage condi-

tions. Due to the tamper-evident and tamper-resistant features of the blockchain,

any attempts to alter or hack the data stored on the blockchain can be quickly

and effectively addressed which will add an additional degree of security and

confidence to this supply chain system. In addition, the use case of blockchain

can also facilitate the identification and resolution of any supply chain issues or

potential counterfeit products, ultimately improving patient safety and reducing

healthcare costs. The MediLedger Project and the PharmaLedger Project are two

examples of the numerous initiatives and pilot projects that have been started to

integrate blockchain into the pharmaceutical supply chain. These initiatives want

to explore the capabilities and benefits of blockchain in ensuring the authenticity

and safety of pharmaceutical products and could have the way for wider adoption

of blockchain in healthcare management.

• Clinical Trials

Clinical trial data and outcomes may be shared on a safe, decentralized platform

using BT, increasing efficiency and transparency. The use case of blockchain can

enable the secure and transparent sharing of data and results from clinical tri-

als among different stakeholders, including researchers, regulators, and patients.

By producing a clinical trial data record that is both immutable and tamper-

evident, blockchain can help to prevent fraud and make sure to have the integrity

of clinical trial results. And also Blockchain can also speed up data interchange

and simplify the clinical trial process, which will ultimately result in more rapid

and accurate drug development. even though we have the potential benefits of

blockchain in clinical trials, there are still so many challenges to overcome, includ-

ing regulatory, scalability data standardization, and the need for interoperability

with existing systems[26].

• Public Health Management

BT offers a safe and decentralized platform for recording and exchanging health

data, which has the potential to improve public health management. Blockchain’s

tamper-evident and decentralized nature can ensure the privacy and ethics of sen-

sitive health data while enabling secure sharing between different stakeholders[27].

By giving decision-makers more precise and timely data, can increase the efficacy

of public health initiatives and policies. Additionally, blockchain can facilitate
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more efficient and secure management of vaccine supply chains, reducing the risk

of counterfeit or substandard vaccines.

• Claims and Billing Management

BT has the ability to improve the efficiency and accuracy of claims and billing

management in healthcare by automating processes and reducing the need for

intermediaries. By the help of BT, claims will be processed instantly and pay-

ments can be made in real time. This can result in cost savings and better trans-

parency for both providers and patients. Also, blockchain can improve fraud

detection by allowing the creation of a secure and tamper-evident audit record of

all transactions. However, the implementation of blockchain in claims and billing

management faces obstacles such as data privacy and interoperability with ex-

isting systems [28]. In addition, study and development are needed to conquer

these challenges and fully use the potential of blockchain in improving claims and

billing management.
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Table 1.1: The Potential of Blockchain Technology in the Medical Industry.
Application Description
Secure and Immutable
Health Records

Blockchain enables the creation of tamper-proof
health record systems, ensuring data integrity, pri-
vacy, and patient control over their health informa-
tion.

Interoperability and
Data Exchange

Blockchain facilitates secure and efficient data
exchange between healthcare systems, improving
care coordination and clinical decision-making.

Clinical Trials and Re-
search

Blockchain streamlines consent processes, securely
stores trial data, and provides transparency and
traceability in research studies, accelerating medi-
cal advancements.

Supply Chain Man-
agement

Blockchain enhances supply chain transparency,
traceability, and accountability, preventing coun-
terfeit drugs and ensuring safe delivery of medica-
tions to patients.

Claims Adjudication
and Billing

Blockchain automates claims verification and pay-
ment processes, reducing administrative burdens
and improving efficiency in billing and reimburse-
ment.

Data Security and Pri-
vacy

Blockchain ensures data security through cryptog-
raphy and decentralized storage, granting patients
control over their health information and fostering
trust between stakeholders.

Medical Research and
Intellectual Property

Blockchain simplifies management of intellectual
property rights, protecting research data, patents,
and licenses, and promoting innovation in the
healthcare industry.

The seven stages of the blockchain-based healthcare data management pro-

cess are shown in Figure 1.3 Data management, data sharing, data storage (such

as cloudbased apps), and EHR are all examples of applications built on BT that

will be covered in further depth below. Data Management, data sharing, data

storage (such as cloud-based apps), and EHR are all examples of applications

built on BT that will be covered in further depth below.

• Data Management The fact that many businesses, particularly healthcare

institutions, are data-driven and that the amount of data created now and, in

the future, thanks to technologies like the IoT, is rising exponentially, there are

persistent breaches of data security and privacy [47]. Therefore, many institu-

tions’ credibility and financial resources have been severely damaged. Health data

users should be separated into categories based on their functions, with access

controlled according to the level of authorization granted to each category. BT

14



can be employed to guarantee such access is secure and discreet.

• Electronic Health Record Paper-based medical records are cumbersome be-

cause they need accurate tracking of a patient’s health condition over time [48].

Also, they are vulnerable to inaccurate information, which can lead to inap-

propriate treatment of patients. The development of Information Technology

(IT) allowed for the implementation of EHRs, significantly reducing the need for

such initiatives. Access to EHR enables medical practices to increase treatment

quality [49]. Additionally, EHR allows for improved disease management and

higher levels of preventative treatment. The digital record also enables improved

decision-support features and enhanced teamwork among medical professionals.

Consequently, its importance is becoming more widely acknowledged in the med-

ical field [50].

Figure 1.3: Blockchain-Based Healthcare Data Management [29].
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Chapter 2

LITERATURE REVIEW

The use of BT in the healthcare industry has gained traction due to its potential

for providing a durable medium for storing and sharing electronic health records

(EHRs). The blockchain network ensures data immutability, making it a tamper-

proof and non-repudiable solution. Two different approaches have emerged for

blockchain implementation in data storage. There are two different approaches

to utilizing blockchain in healthcare. The first approach involves storing the en-

tire EHR on the blockchain network, where all the data is recorded and stored

directly on the blockchain network. The second approach involves storing only

the metadata or summary information of the EHR on the blockchain, while the

actual EHR data is stored in third-party cloud storage.

Tan et al., (2022) [30] the researchers explore the utilization of blockchain

technology (BT) in combination with smart contract implementations to establish

a decentralized, verifiable, and unchangeable database. The proposed approach

aims to address critical concerns in the healthcare industry, such as ensuring im-

mutable storage, enabling real-time changes to electronic health records (EHR),

and safeguarding patient privacy, particularly when utilizing outsourced services.

The decentralized nature of blockchain ensures that data stored within the system

cannot be easily tampered with or modified without proper authorization. This

immutability feature can instill trust and confidence among healthcare providers,

patients, and other stakeholders involved in the ecosystem. One significant advan-

tage of the suggested method is the ability to enable real-time changes to EHR.

Traditional databases often require complex procedures and multiple parties’ in-

volvement to update or modify patient records. The suggested approach allows

for immutable storage, real-time changes to EHR, and the protection of patient

privacy when using an outsourced service. The authors evaluate the proposed

method against current options in terms of performance and safety. The findings

show that the suggested method is feasible and meets the necessary functional

and security criteria
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Al Asad et al., (2021) [31 developed a permissioned blockchain using proof

of authority (PoA) technology to provide confidentiality, permission sharing, and

efficient distributed healthcare record administration. Furthermore, discussed

the benefits of using de facto standards like Fast Health Interoperable Resources

(FHIR) to facilitate the meaningful exchange of healthcare information among

all parties involved and the significance of managing medical records in an in-

teroperable manner. The study relies on simulated PoA use to learn about the

performance of such a consensus process while using BT for safe information ex-

change.

Chelladurai et al., (2021) [32] established smart contracts on the blockchain

to traditionally meet the needs of patients, doctors, and healthcare professionals.

The proposed system introduces health models on the decentralized blockchain,

such as immutable patient log creation using the Modified Merkle Tree data struc-

ture to store and quickly retrieve health records, medical record updates, health

information exchange between providers, and viewership contracts. Many studies

have been conducted to test the efficacy of the suggested system. The suggested

system’s performance regarding resources, transactions per second, and latency

has been assessed using qualitative and quantitative indicators. The research

also introduces the idea of viewing contracts, which gives individuals discretion

over who has access to their medical information. Patient privacy and control

over sensitive information are ensured via viewership contracts, which let peo-

ple specify who can read their medical records. This feature gives patients the

ability to actively manage their health information and makes sure that doctors

and other healthcare providers only access the information they need with the

patient’s permission. The researchers performed a number of experiments uti-

lizing both qualitative and quantitative indicators to evaluate the efficacy of the

proposed system. They evaluated the system’s resource utilization, transactions

per second, and latency, among other performance metrics. The findings of these

assessments provide insights into the efficiency and effectiveness of the proposed

system in managing healthcare data on the blockchain.

Abbas et al., (2023) [33] In the study conducted by Abbas et al. (2023)

[35], the authors focused on addressing the primary constraints of the current

Electronic Healthcare System (EHS), namely, scalability and privacy limitations.

The objective of the study was to propose alternate approaches that can en-

hance scalability, usability, and data protection within the healthcare system.

Complete and up-to-date patient records play a vital role in the healthcare field.
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Ensuring the availability of comprehensive patient records is crucial for accu-

rate diagnosis, treatment planning, and efficient coordination among healthcare

professionals. The study recognized the significance of developing effective Elec-

tronic Health Record (EHR) systems that enable the seamless exchange of patient

information in real-time. The proposed model implementation in the study in-

corporates various technologies to overcome the limitations of existing systems.

Blockchain- sharing technology forms the foundation of the proposed model, en-

abling secure and transparent sharing of patient data across multiple healthcare

providers. Author proposed the current Electronic Healthcare System and the

primary constraints of current systems are their lack of scalability and privacy;

thus, the purpose of this study is to define alternate approaches for achieving

scalability, usability, and data protection in the healthcare system. It is essential

in the healthcare field to provide complete, up-to-date patient records. Instant

availability of patient records for improving efficiency and coordination is another

quality that helps academics to think about effective EHR systems. The proposed

model implementation makes use of blockchain-sharing technology, hyper-ledger

protocols, and Proof-of-Authority.

Rathee et al., (2020) [34] establish a foundation for the safety of healthcare

multimedia data using BT by producing a hash for each piece of information,

allowing users throughout the network to be alerted to any unauthorized changes

to data or medication. Simulation improvements are attributable to the usage of

Blockchain have been used to confirm the findings, which show an 86% success

rate in the face of product drop ratio, wormhole attack, falsification attack, and

probabilistic authentication.

Lee et al., (2019) [35] This paper presents SHAREChain, a healthcare data-

sharing framework that focuses on enhancing the reliability and interoperability

of shared data. framework is designed to ensure data integrity through the use

of BT and restrict data sharing to authenticated institutions via a consortium

blockchain network. The system architecture is based on the XDS actor and

transaction concept, with the FHIR standard used to ensure data interoperabil-

ity. The paper compares and analyzes SHAREChain with existing solutions and

highlights the advantages of using a blockchain registry instead of traditional

databases. Although this construction is efficient, it does not provide measures

for ensuring the privacy and confidentiality of the outsourced data as encryption

is not utilized during data outsourcing. Thus, future research could explore ways

to enhance the security of the proposed framework through the deployment of

encryption techniques to safeguard sensitive healthcare data from unauthorized
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access or disclosure.

Andola et al., (2019) [36] proposed a new approach for managing health-

care systems called Secure Healthcare Management System using Blockchain

(SHEMB), which employs blockchain-based searchable symmetric encryption (SSE)

to enable secure data access and retrieval without involving any third parties.

SHEMB consists of three phases - interoperability, storage, and retrieval - for stor-

ing and accessing encrypted electronic health records (EHRs) on the blockchain

network. To maintain the integrity of the blockchain network, it is essential

to consider the potential for malicious nodes, such as doctors, patients, or de-

partments, that may be compromised by attackers. User-side and server-side

verifiability are crucial in preventing any malicious activities on the pinged server

or user nodes. However, the present effort does not specifically address this is-

sue. The system enables authorized parties to search for and retrieve particular

information while maintaining the overall security and privacy of the data by en-

crypting the EHRs with searchable symmetric encryption. Involving third-party

intermediaries is no longer necessary, speeding the data management process and

lowering the risk of vulnerabilities. According to the study, it’s critical to take into

account potentially hostile nodes in the system in order to protect the integrity

of the blockchain network. Threats to the security and privacy of healthcare data

might come from bad actors including rogue physicians, patients, or departments.

User-side and server-side verifiability are therefore essential elements. The use of

blockchain-based SSE provides a promising approach to protect sensitive health-

care data while enabling efficient and secure access and retrieval.

J. Vora et al., (2019 )[37] proposed a BHEEM framework for EHR man-

agement that leverages the power of BT. Specifically, BHEEM utilizes a permis-

sioned blockchain that restricts data access to authorized users. Access control

and consent management are enforced through the use of smart contracts. It

enhances the scalability and flexibility of the proposed framework. but it has

some limitations which is Scalability means The BHEEM framework is based on

a permissioned blockchain, which may not be scalable enough to handle large

volumes of data or user requests.

A. P. Singh et al., (2021) [38] The framework proposed in this study offers a

shared data-sharing platform for various stakeholders in the healthcare system.

Blockchain technology is utilized as a distributed ledger, allowing each participant

to securely store and access health data on the network. The framework aims to
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improve data security, data privacy, and data sharing in the healthcare system.

coming to limitation in this framework they upload the data on blockchain which

make it bulky and also scalability is the issue here. With blockchain, partici-

pants have control over their own data and can decide who can access and view

it. Smart contracts can be implemented to enforce data access policies, ensuring

that only authorized individuals or organizations can access specific healthcare

data.This enhances patient privacy and confidentiality, fostering trust among

stakeholders within the healthcare ecosystem. However, it is important to note

that the framework has certain limitations that need to be addressed. One lim-

itation is the potential increase in data size and storage requirements. As data

is uploaded onto the blockchain, it can contribute to the overall bulkiness of the

network. This can lead to increased storage demands and potentially impact the

scalability of the system. Efforts should be made to optimize data storage and

improve efficiency to mitigate these challenges. Scalability is another aspect that

needs consideration.

McSeth, et al., (2021) [39] The paper utilizes HyperLedger Fabric, a pri-

vate BT, as the framework for its testing scenarios aimed at exploring various

criteria and use-cases for healthcare applications. as seen the performance of this

framework may be impacted such as the number of nodes in the network and the

complexity of the smart contracts being used. It’s worth noting that HyperLedger

Fabric is a permission-based blockchain, which can limit scalability and adapt-

ability compared to permissionless blockchains. While permissioned blockchains

provide certain advantages, such as enhanced privacy and control over the net-

work, they may also impose limitations on scalability and adaptability compared

to permissionless blockchains. The requirement for specific authorization and

agreement among authorised parties may add complications and perhaps limit

the system’s capacity to scale. Additional study and development are required

to solve these drawbacks and improve the scalability and adaptability of the

HyperLedger Fabric infrastructure. To increase the network’s scalability and

performance, strategies including sharding, off-chain processing, and improve-

ment of consensus methods might be investigated. Additionally, advancements

in hardware and infrastructure can contribute to enhancing the efficiency of the

HyperLedger Fabric framework.

Amit Kumar, et al., (2022) [40] The paper presents a framework that aims to

safeguard the privacy and security of sensitive healthcare documents when shared

among multiple healthcare participants. This framework is based on blockchain

technology and employs decentralized data management on peer-to-peer dis-

20



tributed computing platforms to ensure robust privacy and security measures.

The proposed framework has been evaluated using Hyperledger Fabric. again, the

same as above they are using hyper ledger and in this framework, they upload the

whole records directly to the network which makes it bulky and there is also a lim-

itation on using Hyperledger in comparison to public blockchain. a framework is

presented with the objective of safeguarding the privacy and security of sensitive

healthcare documents during their sharing among multiple healthcare partici-

pants. The framework is designed based on blockchain technology and leverages

decentralized data management on peer-to-peer distributed computing platforms

to ensure robust privacy and security measures. For development and testing,

the suggested framework uses Hyperledger Fabric as the underlying blockchain

platform. With the use of channels and smart contracts, Hyperledger Fabric of-

fers a permissioned blockchain architecture with capabilities like access control

and privacy. The framework intends to address the privacy problems related to

exchanging healthcare documents while retaining the required security measures

by utilizing these features. It is crucial to keep in mind that one drawback of the

architecture is that it necessitates immediately uploading all medical information

to the blockchain network. And the choice of using Hyperledger Fabric, which

is a permissioned blockchain, introduces certain limitations compared to public

blockchains. Permissioned blockchains require explicit permissions and consensus

among authorized entities, which may restrict the openness and decentralization

that public blockchains offer. While permissioned blockchains like Hyperledger

Fabric provide enhanced privacy and control over the network, they may not be

as adaptable and scalable in certain scenarios. To mitigate the limitations associ-

ated with data bulkiness and the use of a permissioned blockchain, future research

and development efforts could explore techniques such as data partitioning, off-

chain storage solutions, and optimization strategies to improve the efficiency and

scalability of the framework.

Wang et al., (2019) [51] suggest a novel method for exchanging individ-

ual health records that uses BT to prove the authenticity of the shared data.

The novel system employs searching attribute-based encryption and symmetric

encryption to safeguard privacy, keyword search, and fine-grained access con-

trol while exchanging personal health data. Moreover, the new scheme utilizes

blockchain to maintain scheme keys, removing the potential for a single failure

point associated with centralized key management. Lastly, the investigation of

security threats and performance benchmarks confirm the safety and practicality

of the method.

21



Wang et al., (2018) [52] employed attribute-based encryption (ABE)and Identity-

based encryption (IBE) to protect sensitive patient information, while identity-

based signatures (IBS) can be used to authenticate online transactions. Authors

offer a new cryptographic primitive term that combined attribute-based/identity-

based encryption and signature (C-AB/IB-ES) that combines the features of

ABE, IBE, and IBS into a single system. It greatly reduces the complexity of

system management and eliminates the requirement for additional cryptographic

systems to provide different degrees of security. Table 3 indicates the comparison

table of the literature of review.
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Table 2.1: Blockchain Technology Contributions in Various Papers
Paper Year Blockchain Tech-

nology
Key Contributions

Tan et al., 2022 Smart Contracts Immutable storage,
real-time changes,
privacy

Al Asad et al., 2021 Proof of Authority Efficient healthcare
record administration

Chelladurai et
al.,

2021 Decentralized
Blockchain

Health models, pa-
tient log, information
exchange

Abbas et al., 2023 Blockchain-sharing
technology

Alternate approaches
for healthcare system

Rathee et al., 2020 Blockchain Technol-
ogy

Hash-based data secu-
rity, authentication

Andola et al., 2019 Blockchain-sharing
technology

Secure data access, re-
trieval, and privacy

J. Vora et al., 2019 Permissioned
Blockchain

Access control, con-
sent management

A. P. Singh et
al.,

2019 Blockchain Technol-
ogy

Improved data secu-
rity, privacy, and shar-
ing

McSeth et al., 2021 HyperLedger Fabric Impact of node num-
ber and smart con-
tracts

Amit Kumar et
al.,

2022 Blockchain Technol-
ogy

Robust privacy, de-
centralized data man-
agement

Wang et al., 2019 Blockchain Technol-
ogy

Authenticity, privacy,
and fine-grained data
access

Wang et al., 2018 Attribute-
based/Identity-based
Encryption and Sig-
nature

Enhanced security
and simplified system
management
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Chapter 3

Requirements

3.1 Hardware Requirements

As per as Hardware requirement is concern we have implemented Our project on

Operating System backed by Microsoft windows version 10, with storage of 1 TB

HDD and 256GB SSD and RAM 16GB.

3.2 Software Requirements

3.2.1 MetaMask

It provides a user-friendly interface for managing Polygon-based digital assets,

such as MATIC tokens, and interacting with decentralized applications (dApps)

on the Polygon network. It acts as a bridge between a user’s web browser and

the Polygon network, allowing users to securely store, send, and receive MATIC

tokens, as well as interact with dApps built on the Polygon blockchain directly

from their browser. MetaMask generates a unique pair of public and private keys

for every account created within the wallet[44].

• Public Key : The public key is typically a hexadecimal string that starts with

”0x” and is used to receive funds and interact with the blockchain. It is publicly

shareable and can be used by others to send Matic or other tokens to the associ-

ated Blockchain network address.

• Private Key: On the other hand, the private key must be kept secret and never

disclosed to anybody. It is employed to sign deals and demonstrate control over

the corresponding Blockchain address. Users may send transactions, engage with

smart contracts, and administer their assets in MetaMask using the private key.

What makes MetaMask appealing is its user-friendly approach. It eliminates the

need for technical expertise or complex software downloads. By simply installing

the MetaMask extension, users can effortlessly create a digital wallet and manage

their cryptocurrencies without any complications. Security is a significant aspect
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of MetaMask. It guarantees that users may safely save their personal data, such

as access keys, on their own device. Since there is no need to transmit critical in-

formation with outside websites or applications, this function offers piece of mind.

On behalf of the user, MetaMask manages the essential interactions. Through

its user-friendly interface, MetaMask gives users a clear picture of their bitcoin

holdings and transaction history. Even transaction prices may be customised,

giving consumers the option to prioritise cost reduction or speedier transactions

according on their preferences. MetaMask has interesting possibilities for those

who are interested in cryptocurrencies. It makes it simple to participate in DeFi

(decentralised financial apps) and makes it easier to interact with non-fungible

tokens (NFTs). The Ethereum blockchain serves as a key for MetaMask, opening

up an universe of cutting-edge experiences. MetaMask is a user-friendly tool that

streamlines bitcoin management and communication with websites and applica-

tions built on the Ethereum platform. It places a high priority on user security,

provides open asset monitoring, and makes it possible to participate in different

NFT and decentralised financial activities.

3.2.2 IPFS

An novel and decentralized system called IPFS (Interplanetary File System) en-

ables the safe and secure archival of hypermedia. We use IPFS as a database in

our system, utilizing its sophisticated features. An novel and decentralized sys-

tem called IPFS (Interplanetary File System) enables the safe and secure archival

of hypermedia. We use IPFS as a database in our system, utilizing its sophis-

ticated features. With IPFS, users can create and access content using unique

content addresses that are generated based on the cryptographic hash of the con-

tent itself. It means instead of relying on traditional URLs or file paths, IPFS

uses content-based addressing, making it highly resilient to censorship, tamper-

ing, and data loss [45].

• Encryption: Users of IPFS can encrypt their material to ensure that it is pri-

vate and safe during storage and transmission. Users can opt to add additional

encryption layers, like Filecoin for decentralized storage, or use industry-standard

encryption protocols, such SSL/TLS, to encrypt material.

• Data Integrity: Data integrity is ensured by IPFS using cryptographic hashes,

which makes it impervious to hacking and illegal alterations. Any modification

to the content produces a new hash, which is easily verifiable and ensures the

accuracy of the data being saved.

Files are not kept in a single place or on a particular server while using IPFS. but

they are divided up and dispersed throughout a network of machines that are a
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part of the IPFS network. This distributed nature allows for simultaneous file

retrieval from numerous sources, which speeds up and improves the reliability of

file retrieval. The content-addressable storage mechanism of IPFS is one of its

main advantages. In IPFS, files are not identifiable by their name or location but

rather by their content. Every file has a specific cryptographic hash that acts

as its address. This means that files can be accessed and verified based on their

content, ensuring integrity and reducing the risk of tampering or data corruption.

When a file is added to IPFS, it is automatically versioned, and any subsequent

changes or updates to the file are stored as a separate version. This allows for effi-

cient tracking of file history and the ability to retrieve previous versions if needed.

Additionally, By deduplicating identical data bits and maximizing storage capac-

ity throughout the network, IPFS prevents duplicate storage. Additionally, IPFS

supports data persistence and censorship resistance. Files on IPFS are resistant

to censorship efforts and single points of failure since they are dispersed across

many nodes. The file can still be downloaded from other nodes in the network

even if one goes down or is inaccessible.

3.2.3 Solidity

It is a specialized programming language created with the intention of building

smart contracts for Ethereum and other blockchain systems. Solidity allows pro-

grammers create smart contracts that operate on the Ethereum Virtual Machine

in this situation (EVM). Making ensuring the smart contracts are trustworthy

and safe is the main goal of Solidity. Additionally, it allows inheritance, allowing

you to reuse code and create more intricate applications. Solidity can handle all

of your data needs. It provides a variety of kinds, including arrays, Booleans,

texts, addresses, and numbers. If you want a data structure that is more spe-

cialized, you may even design your own. Solidity also provides you with choices

like if statements, loops, and switch statements if you want to manage how your

code runs. Comparable to having a toolbox Solidity also cares about security.

It lets you control who can access certain functions and data by using visibility

modifiers. This helps prevent unauthorized access and keeps things in check. If

something goes wrong during execution, Solidity has exception-handling mech-

anisms to deal with errors and make sure things don’t go haywire. To make

communication easier, Solidity has function modifiers and events. Function mod-

ifiers let you tweak how functions behave and add extra checks. Events allow

you to send structured logs that can be captured by external systems, making it

easier to interact with things happening outside the blockchain. Developing with

Solidity is made easier by the tools and frameworks available in its ecosystem.
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IDEs like Remix and Truffle offer features that help you write, debug, and test

your code. There are also tools for analyzing the code and making sure every-

thing is secure and correct. But like anything else, Solidity has its challenges.

So, developers have to be extra careful and thoroughly test their code before it

goes live. And learning Solidity and blockchain development in general can be a

bit tough at first, as it requires understanding the unique aspects of blockchain

platforms.

3.2.4 Truffle

It is a development framework that makes building decentralized applications

(dApps) on the Ethereum blockchain easier. It offers a range of tools to stream-

line the development, testing, and deployment of dApps. Developers can use

Truffle to write, compile, and manage smart contracts, which are agreements that

run on Ethereum and define dApp rules. Truffle’s smart contract management

features help developers organize and deploy contracts, ensuring smooth integra-

tion with the Ethereum network. One of Truffle’s standout features is its built-in

testing framework. Testing is crucial for decentralized apps and smart contracts,

and Truffle provides a robust testing environment. Developers can write com-

prehensive tests to ensure their dApps are reliable and functional. Truffle also

includes a development console, an interactive environment for developers to work

with their dApps. The console lets developers execute commands, query contract

data, and simulate transactions, providing insights and enhancing the develop-

ment experience. Truffle seamlessly integrates with other tools like Ganache and

Metamask. Ganache is a personal blockchain for Ethereum development, enabling

local deployment and testing of dApps. Metamask allows easy interaction with

the Ethereum network through browser extensions. In addition to development

capabilities, Truffle supports the deployment and management of dApps in real-

world environments. It offers features to configure deployment settings, handle

contract migrations, and interact with deployed contracts. Overall, Truffle em-

powers developers by providing a user-friendly framework for building dApps on

Ethereum. Its tools for smart contract management, testing, and integration sim-

plify the development process and contribute to the growth of the decentralized

ecosystem.

3.2.5 Testing Environment

The Mumbai Testnet is a development environment provided by Polygon (for-

merly Matic Network) for testing and deploying decentralized applications (dApps)

and smart contracts on the Polygon network. It provides developers with a high-
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performance, inexpensive environment to test their code and runs independently

of the Ethereum mainnet. Before releasing their apps to the Polygon main net,

developers may find and fix flaws and vulnerabilities by utilizing the Mumbai

Testnet. They can execute transactions, calculate gas costs, communicate with

smart contracts, and assess scalability and performance. The Mumbai Testnet

provides a realistic environment for developers to assess their applications’ be-

havior and efficiency under different conditions. They can utilize Ethereum de-

velopment tools and frameworks compatible with Polygon, and the testnet offers

a faucet service to obtain test tokens for risk-free testing. Overall, the Mumbai

Testnet on Polygon is a crucial platform for developers to ensure the reliability,

scalability, and performance of their applications before launching them on the

Polygon network.

3.2.6 UI

A well-liked framework called Angular makes it possible to create engaging user

interfaces. Developers may easily include dynamic UI components into their apps

by using Angular to construct them.. We use angular for our project UI.
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Chapter 4

Proposed Framework (SHSP)

4.1 Smart Contracts

A smart contract is a low-level code script that runs on a blockchain platform.

It was originally coined to refer to the automation of legal contracts in general.

Smart contracts have gained popularity due to the advent of blockchain technol-

ogy and have found numerous important applications in the real world, such as

crowdfunding. However, smart contract development still remains somewhat of

a mystery to many developers due to its special design and applications. Smart

contracts have a high requirement for code security, but developers currently have

no effective way to assure code security. Some tools like code auditing and formal

verification techniques are highly desired. Developers mainly use testing and code

reviews to help ensure code correctness. This decentralized nature ensures that

no single entity has control over the contract, making it resistant to censorship

or manipulation. The blockchain serves as a trusted and immutable source of

truth, where the execution and outcome of the smart contract can be verified

by all participants. A smart contract’s code is uploaded to the blockchain when

it is created, and a special address is given to it. Smart contracts also support

complex logic and multi-step processes. They can include variables, conditional

statements, loops, and even interact with other smart contracts or external data

sources through predefined interfaces called ”oracles.” These features enable the

creation of sophisticated applications and systems that operate autonomously, re-

ducing the need for human involvement and potential points of failure. Another

critical aspect of smart contracts is their transparency. Anyone may audit and

confirm the behavior of the contract by looking at its code and execution history,

which are both publicly accessible on the blockchain. Participants can indepen-

dently verify the integrity of the contract and make sure it functions as intended

because of this openness, which fosters confidence among them. Despite the fact

that smart contracts have many advantages, there are certain things to take into

account. To prevent flaws or faults that might be used against the developer,
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the code must be properly developed and inspected. Since immutability is a core

characteristic of blockchain technology, it could be difficult to amend or reverse

the contract in the event of a coding error or unanticipated incident. In many

jurisdictions, the laws and regulations governing smart contracts are still devel-

oping. Despite the fact that smart contracts can enforce an agreement’s terms,

their legal enforceability and interpretation might differ [46].

4.2 Ethereum vs Polygon

Ethereum is a permissionless blockchain platform that has the ability to en-

able the creation and execution of smart contracts and decentralized applications

(dApps). Ethereum has a native cryptocurrency, Ether (ETH), as a means of fu-

eling transactions and executing smart contracts. One of the key characteristics

of Ethereum is its flexibility which allows developers to build a different range of

dApps which they want. With a thriving developer community and constant in-

novation, Ethereum exhibits high perplexity, constantly evolving and adapting to

changing market needs. The development of Ethereum projects and applications

is often marked by burstiness, with dynamic and diverse sentence structures, com-

bining longer, more intricate sentences with shorter ones, reflecting the creative

and ever-evolving nature of this revolutionary blockchain platform [41]. Poly-

gon, which was known as Matic Network, is a layer 2 scaling solution for the

Ethereum blockchain. It aims to address the scalability and transaction cost is-

sues associated with Ethereum by offering a sidechain that operates in parallel to

the Ethereum mainchain. Polygon provides faster and cheaper transactions com-

pared to Ethereum, making it suitable for applications that require high through-

put and low transaction fees. The Polygon network is designed to support a wide

range of dApps and smart contracts, providing developers with the flexibility to

build and deploy various use cases, from gaming to decentralized finance (DeFi)

and more. With its unique consensus mechanism and interoperability features,

Polygon has gained significant attention in the blockchain community, leading to

a growing ecosystem of projects and partnerships[42]. The Polygon network is

built to accommodate a broad range of decentralized applications (dApps) and

smart contracts, giving developers the freedom to create and implement a vari-

ety of use cases, including gaming, decentralized finance (DeFi), and more. The

blockchain world has paid substantial attention to Polygon because of its distinct

consensus method and interoperability characteristics, which has sparked an ex-

panding ecosystem of initiatives and collaborations [16]. its consensus mechanism

ensures the security and integrity of transactions while promoting interoperability

between different chains. The interoperability aspect of Polygon enables seam-
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less communication and data exchange between the Ethereum mainchain and the

Polygon sidechain, expanding the possibilities for cross-chain applications. As

Polygon continues to gain traction and recognition within the blockchain com-

munity, its ecosystem has witnessed significant growth. Polygon’s emergence as

a layer 2 scaling solution for Ethereum has addressed the pressing scalability and

transaction cost issues.

Table 4.1: Ethereum vs Polygon
Features Ethereum Polygon
Scalability Limited Scalability Multichain solutions offer

better scalability
Native token ETH MATIC
Transaction
Speed

27-30 65,000

Consensus
Mechanism

Proof of Work Proof of Stake Plasma-
based sidechain

Security Large hash power securing
Pow-based consensus

Relies on Ethereum main-
chain’s security, PoS-based
consensus mechanism, and
network validators

Finality time
(sec)

300 2.3

Architecture Stateful Multichain -
Transaction
Fees and Gas
Prices

High Low

• Scalability: Ethereum faces main limitations in terms of scalability, while

Polygon addresses this challenge by providing the multichain solutions which will

offer improved scalability. The use of sidechains enables higher throughput and

performance.

• Transaction Speed: While Polygon claims a transaction speed of 65,000 trans-

actions per second, Ethereum handles about 27–30 transactions per second. Ap-

plications created on the Polygon network are more effective as a result of the

enhanced throughput.

• Security: The robust PoW-based consensus process and Ethereum’s high hash

power serve as primary security measures. On the other hand, Polygon makes use

of the Ethereum mainchain’s security as well as its PoS-based consensus system

and network validators.

• Finality Time: The finality time for Ethereum is around 300 seconds, but the

finality time for Polygon is closer to 2.3 seconds. Transaction confirmation is

facilitated by the reduced finality time on Polygon.

• Architecture: Ethereum is a stateful blockchain with support for multiple
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chains. Although Polygon also uses a multichain design, it also supports sidechains,

particularly Plasma-based sidechains, which offer more flexibility and scalability.

• Transaction Fees and Gas Prices: The comparatively high transaction costs and

gas costs of Ethereum are well-known. For users and developers, Polygon is more

affordable because to its much lower fees and gas costs.

4.3 SHSP Architecture Explained

Figure 4.1: SHSP Architecture
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We develop a Smart contract for this System a smart contract is a self-

executing contract that uses BT to automate, verify, and enforce the terms and

conditions of an agreement without relying on intermediaries[43]. It is a computer

program written in programming languages that allow for conditional logic, and

it is stored on a blockchain, which is a decentralized and distributed ledger that

ensures transparency, security, and immutability. One of the important features

of smart contracts is their trustworthiness, as they are enforced by the consensus

rules of the underlying blockchain, making them transparent, immutable, and

resistant to tampering. In Smart contract, we have Following entity

• Admin: The admin has the authority to add doctors to the system, ensur-

ing the integrity of the system by adding only authentic doctors. The admin

uses their public key to validate and authorize the addition of doctors to the

blockchain network.

• Doctor: The doctor provides healthcare services to patients and creates medical

records that are uploaded to the blockchain network using their public key. The

doctor’s access to the system is authenticated and verified by the admin, ensuring

the authenticity of the medical records.

• Patient: The patient registers themselves with their public key and authen-

tic ID. They can take appointments for check-ups and after the check-up, they

can grant permission to the doctor to upload their medical records. The patient’s

access to the system is secure and can be controlled by the patient themselves,

ensuring privacy and data security.

• Insurance Companies: A patient may provide insurance firms access to their

medical information in order to submit an insurance claim. To process an insur-

ance claim, the insurance companies might check the information in the medical

records. This guarantees openness and confidence in the handling of insurance

claims.

• Chemist: By granting the pharmacist access to check their medical information,

the patient offers a prescription. The pharmacist can validate the prescription

and provide the medication if necessary. Additionally, the pharmacist will upload

the invoice to the patient’s dashboard, guaranteeing a quick and safe transaction.

• Emergency Contact: The patient can add a reliable individual who has ac-

cess to all of their medical records to the smart contract system’s emergency
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contact function. This guarantees that the emergency contact will be able to

view the patient’s medical records in the event of an emergency if the patient is

unable to provide access.

By incorporating these roles and functionalities into the smart contract system,

the research paper presents a professional and comprehensive framework for a

blockchain-based healthcare system, ensuring integrity, authenticity, privacy, and

trust in the network.

4.4 Steps Involves In The Development Of SHSP

• User Wallet Creation: Users are required to have a wallet to interact with the

smart contract system. MetaMask, a popular wallet, is used, providing users with

a public key (wallet address) and a private key for secure access.

• Smart Contract Development: The smart contract is developed in Solidity,

a widely-used programming language for creating smart contracts on blockchain

platforms. The contract is carefully coded, incorporating the desired functional-

ities and security measures, including encryption and consensus algorithms.

• Contract Compilation: The smart contract is compiled to obtain the corre-

sponding bytecode that can be executed on the blockchain. The compilation

process ensures that the contract code is converted into a format that can be

understood and executed by the blockchain network.

• Contract Deployment: The compiled smart contract is deployed on the Polygon

test network, specifically the Mumbai-Test-Net, for testing purposes. The deploy-

ment process involves sending a transaction that includes the compiled contract

bytecode, which is then stored on the blockchain as a deployed contract.

• Authorization Mechanism: To ensure authenticity, an authorization mecha-

nism is implemented in the smart contract. An administrator is granted the

authority to add doctors to the network using their public key. This mechanism

ensures that only authorized individuals, i.e., the admin, can perform this action.

• Encryption: To maintain the confidentiality and integrity of data, encryption

techniques can be used. For example, sensitive data such as doctors’ credentials
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or patient information can be encrypted before being stored on the blockchain,

using industry-standard encryption algorithms.

• Consensus Algorithm: Polygon employs a variant of the Proof of Stake (PoS)

consensus mechanism known as Plasma-based PoS (Plasma PoS) to secure its

blockchain network. In the Plasma PoS algorithm, a group of validators stakes

tokens as collateral to create new blocks and validate transactions. Validators

take turns proposing blocks and validating transactions, with their selection prob-

ability proportional to their staked token amount. The Plasma PoS consensus

algorithm is designed to ensure scalability, security, and decentralization of the

Polygon network.

• Transaction Validation: Transactions involving doctor additions to the network

are validated before being recorded on the blockchain. This validation process

includes verifying the digital signature of the admin’s private key, checking the

authorization status, and confirming that the transaction adheres to the defined

rules of the smart contract.

• UI: We also develop a user interface with the help of angular so the every

bits and pieces will connect and show in one place.

• Testing Environment: The Mumbai Test-net is a test network by Polygon,

a layer-2 scaling solution for Ethereum. It allows developers to test smart con-

tracts and dApps on the Polygon network using test tokens (MATIC) without

incurring real costs. It helps identify and fix issues before deploying on the main

net, ensuring a secure and reliable experience for users

4.5 Fuctions Used In Smart Contract

addDoctor: This essential function empowers the system administrator to add

a doctor to the network by providing the doctor’s address. By executing this

function, the administrator ensures that authorized doctors can actively partic-

ipate in the network and access relevant functionalities. This enables seamless

collaboration and effective coordination among healthcare providers within the

blockchain-based healthcare ecosystem.

addMedRecord: The significance of this function lies in its ability to create and

store a patient’s comprehensive medical records within the decentralized applica-

tion (DApp). It involves the inclusion of various crucial details, such as an IPFS
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hash that securely holds the uploaded file containing the patient’s lab results or

other significant medical records. This ensures that patients’ healthcare infor-

mation is accurately documented and easily accessible, promoting efficient and

informed healthcare decision-making.

addPatInfo: Designed with patient-centricity in mind, the addPatInfo function

allows patients to actively contribute their own information to the network. By

securely storing an IPFS hash containing the patient’s relevant details, this func-

tion promotes patient empowerment and engagement. Patients play an active

role in managing their healthcare information and ensuring its accuracy, thereby

fostering a sense of ownership and trust within the blockchain-based healthcare

system.

givePermission: This function empowers patients with the authority to grant

access to specific doctors, thereby allowing them to view the patient’s medical

records. Patients retain complete control over their data, ensuring privacy and

consent in the sharing of their sensitive healthcare information. By granting ac-

cess only to trusted doctors, patients foster a sense of trust and transparency,

enhancing the doctor-patient relationship and promoting personalized and effec-

tive healthcare delivery.

removeAdmin: As an integral part of the smart contract, the removeAdmin func-

tion enables the system administrator’s removal from the network. This function

ensures the ability to manage and maintain a trusted and secure network envi-

ronment. By providing the admin’s address, this function allows for necessary

updates to the administrative roles, contributing to the efficient and accountable

governance of the blockchain-based healthcare system.

removeDoctor: With the removeDoctor function, the system administrator can

securely remove a doctor from the network by providing the doctor’s address.

This function helps in keeping the network up-to-date and maintaining a roster

of authorized doctors. By promptly removing doctors who are no longer part of

the system, this function ensures the accuracy and integrity of the network’s doc-

tor database, facilitating seamless collaboration and effective healthcare delivery.

removePermission: Patients can exercise their control and privacy preferences by

utilizing the removePermission function, which allows them to revoke access from

doctors who were previously granted permission to view their medical records.

By offering patients the ability to manage and regulate access to their healthcare
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information, this function fosters a sense of autonomy, privacy, and data security.

doctorList: The doctorList function serves as a valuable utility that provides a

comprehensive list of doctors currently participating in the network. By accessing

this function, users can obtain an up-to-date roster of authorized doctors within

the blockchain-based healthcare system. This promotes transparency, trust, and

accountability, ensuring that patients can easily verify the legitimacy of health-

care providers and make well-informed decisions about their healthcare.

isAdmin: The isAdmin function serves as a verification tool that allows users

to confirm whether the network is operated from the admin address. By return-

ing a true or false value, this function assists in validating the administrative

privileges and maintaining the integrity and security of the system. It ensures

that only authorized administrators can perform crucial administrative functions

within the blockchain-based healthcare ecosystem.

isDoctor: This function allows anyone interacting with the smart contract to ver-

ify if the address corresponds to a registered doctor within the network. When

calling this function, the smart contract checks the provided address against the

list of registered doctors. If the address is found in the list of doctors, the function

returns a boolean value true, indicating that this is the authenticated address.

On the other hand, if the address is not found in the list, the function returns a

boolean value of false, indicating that the address does not correspond to a regis-

tered doctor within the network. isDoctor function is a useful tool for validation

and authorization purposes, enabling the smart contract to differentiate between

doctors and other participants within the network based on their registered ad-

dresses.

addEmergencyContact: This function allows the patient to add a reliable in-

dividual as their emergency contact within the smart contract system. By this

function, the patient can give access to the one trusted person so that in needy

time they have everything This ensures that in case of an emergency where the

patient is unable to provide access to their medical records, the emergency contact

can securely view the patient’s medical information and give access to a doctor.

Adding an emergency contact through this function enhances the safety and ef-

ficiency of emergency medical care, providing healthcare providers with essential

insights into the patient’s medical history and aiding in informed decision-making.

isPatient: This function verifies whether the network is operated from a patient’s

address, returning a true or false value. It assists in confirming the patient’s
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identity and ensuring secure interactions within the system.

viewMedRec: This function allows patients to view their own medical records,

providing them with access to their healthcare information and fostering an in-

formed and engaged patient role.

viewMedRecordOfPatient: Authorized doctors can use this function to view the

medical records of their patients. It enables doctors to access relevant patient

information when providing medical care, promoting efficient and comprehensive

healthcare delivery.

These functions collectively establish a robust and reliable framework for man-

aging patient data, facilitating secure interactions between patients, doctors, and

administrators within the blockchain-based healthcare system.

Figure 4.2: Flow For Adding Doctors To The Network.
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Figure 4.3: Flow For Adding Medical Record.

4.6 Use Cases

Here are some potential use cases for a scalable framework for healthcare systems

using the Polygon blockchain:

1 Patient Medical Records Management: The framework can facilitate the

secure and efficient management of patient medical records. It can en-

able patients to have control over their own records, granting permission to

healthcare providers for access and ensuring privacy and data security.

2 Interoperability and Data Exchange: The framework can promote inter-

operability among different healthcare stakeholders, allowing seamless and

secure exchange of patient information. This can enhance care coordination,

improve clinical decision-making, and reduce redundant tests or procedures.

3 Clinical Trials and Research: The framework can be utilized to streamline

the management and sharing of clinical trial data. It can ensure trans-

parency, data integrity, and traceability, fostering trust among researchers,

sponsors, and regulatory authorities. This can lead to accelerated drug

discovery, improved research collaboration, and enhanced patient safety.
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4 Supply Chain Management: The framework can be applied to optimize the

supply chain in healthcare. It can help track and verify the authenticity of

pharmaceutical products, medical devices, and supplies, reducing the risk of

counterfeit or substandard products entering the market. This can enhance

patient safety and streamline inventory management.

5 Telemedicine and Remote Healthcare: The framework can support the se-

cure and efficient delivery of telemedicine services. It can enable remote

patient monitoring, facilitate virtual consultations, and ensure the integrity

and privacy of telehealth interactions. This can improve access to health-

care services, particularly for underserved or remote populations.

6 Health Insurance and Claims Processing: The framework can enhance the

efficiency and transparency of health insurance processes. It can facili-

tate the verification and validation of insurance claims, reducing fraud and

administrative overhead. This can lead to faster claim settlements and

improved financial sustainability of healthcare systems.

These are just a few examples of how a scalable framework using the Polygon

blockchain can be applied in the healthcare industry. The specific use cases may

vary depending on the needs and priorities of healthcare organizations and the

broader healthcare ecosystem.

4.7 Limitation

While developing a scalable framework for healthcare systems using the Polygon

blockchain presents numerous benefits and potential advancements, it is impor-

tant to acknowledge some limitations that may arise during the course of the

thesis:

1 Adoption Challenges: Implementing a new technology like the Polygon

blockchain in the healthcare industry may face resistance and adoption

challenges. Healthcare organizations, stakeholders, and regulatory bodies

may require time and effort to embrace and integrate the framework into

their existing systems and workflows.

2 Technical Complexity: Building a scalable framework using blockchain tech-

nology involves complex technical aspects. Developing smart contracts, in-

tegrating with the Polygon blockchain, ensuring data privacy and security,

and addressing interoperability issues can pose technical challenges that

require expertise and careful consideration.

40



3 Regulatory and Legal Considerations: The healthcare industry is subject to

strict regulations and privacy laws, such as HIPAA (Health Insurance Porta-

bility and Accountability Act). Ensuring compliance with these regulations

and addressing legal considerations when using blockchain technology may

require additional effort and expertise.

4 Scalability and Performance: While the Polygon blockchain offers scala-

bility advantages, it is essential to assess and optimize the framework’s

performance to handle the increasing volume of healthcare data and trans-

actional load. Balancing scalability with transaction speed and resource

requirements can be a challenge that needs careful consideration.

5 User Acceptance and User Experience: Introducing a new framework to

healthcare professionals, patients, and other stakeholders requires consider-

ation of user acceptance and user experience. Ensuring that the framework

is intuitive, user-friendly, and aligns with the workflows of healthcare pro-

fessionals is crucial for its successful adoption and utilization.

6 Cost and Resources: Implementing and maintaining a blockchain-based

framework may involve significant costs and resource allocation. It is im-

portant to assess the financial implications, infrastructure requirements,

and ongoing operational costs associated with the framework’s deployment

and maintenance.

7 Network Consensus and Governance: Designing an effective consensus mech-

anism and governance model for the blockchain network is essential. Ensur-

ing the consensus mechanism is secure, scalable, and decentralized, and es-

tablishing governance protocols to manage updates, upgrades, and decision-

making within the network can be challenging.

It is important to recognize and address these limitations to ensure the suc-

cessful implementation and adoption of the scalable framework in the healthcare

industry. By considering these limitations, researchers can proactively identify

potential challenges and work towards mitigating them effectively.

4.8 Future Scope

1 Expanding into Diverse Healthcare Domains: The framework has the po-

tential to extend its capabilities beyond medical records management. It

can be adapted for diverse healthcare domains such as clinical trials man-

agement, pharmaceutical supply chain tracking, or health insurance claims
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processing. This expansion would revolutionize operations across various

areas of healthcare, enhancing efficiency and transparency.

2 Integration with Emerging Technologies: As technology advances, integrat-

ing the framework with emerging technologies like artificial intelligence (AI),

Internet of Things (IoT), and big data analytics can unlock new possibil-

ities. By leveraging AI algorithms, real-time monitoring of patient health

data can be achieved, enabling proactive healthcare interventions. Addi-

tionally, combining blockchain with IoT devices can securely capture and

transmit vital health information, empowering personalized care.

3 Collaboration and Interoperability with External Systems: Enabling seam-

less collaboration and interoperability with external systems and stakehold-

ers is crucial. Integrating the framework with existing electronic health

record (EHR) systems, health information exchanges (HIEs), and health-

care networks would facilitate secure data sharing and improve care coordi-

nation among healthcare providers. This interconnectedness would stream-

line processes and enhance the continuity of patient care.

4 Strengthening Data Privacy and Consent Management: Future enhance-

ments can prioritize reinforcing data privacy measures and implementing ro-

bust consent management mechanisms. Empowering patients with greater

control over their health data and enabling granular consent for data shar-

ing and research purposes would enhance privacy protection and build trust

between patients and healthcare providers.

5 Adoption of Standards and Interoperability Frameworks: Aligning the frame-

work with established healthcare standards and interoperability frameworks,

such as Fast Healthcare Interoperability Resources (FHIR), would ensure

seamless integration with existing healthcare systems. This alignment would

facilitate standardized data exchange and interoperability between different

healthcare stakeholders, optimizing information flow and improving patient

outcomes.

6 Scalability and Performance Optimization: Addressing the growing volume

of healthcare data requires continuous scalability and performance opti-

mization. Exploring techniques like sharding, off-chain storage, and net-

work enhancements can boost the framework’s capacity to handle increas-

ing transaction throughput and storage demands. This ensures a seamless

user experience and efficient data processing.
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7 Regulatory Compliance and Governance: To comply with regulatory re-

quirements and instill trust, the framework can incorporate specific health-

care industry regulations, such as the General Data Protection Regulation

(GDPR). Additionally, implementing governance mechanisms tailored to

the healthcare sector would ensure proper oversight, data security, and ad-

herence to industry best practices.

By pursuing these future scope areas, the scalable framework can evolve to meet

the evolving needs of the healthcare industry. It would foster innovation, improve

operational efficiency, and ultimately enhance patient care and outcomes.

4.9 Output

Figure 4.4: Front End Of SHSP
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Figure 4.5: Doctor Dashboard

Figure 4.6: Doctor Updating Medical Record
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Figure 4.7: Record Uploded And Transaction Completes

Figure 4.8: Transaction Time Taken W.R.T Record Size
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Chapter 5

CONCLUSION

For improved data security, privacy, sharing, and scalability in the healthcare

sector, the suggested framework leveraging the Polygon blockchain presents a

viable response to the current issues. The framework tackles the scalability is-

sue occasionally associated with BT by, among other things, exploiting the high

throughput and low transaction costs of the Polygon blockchain. It utilizes a

permissionless structure, which makes it more decentralized, transparent, and

open to all organizations and authorities. Our system also includes two-sided

verifiability, which makes it a workable option for healthcare data management.

Additionally, employing IPFS adds an additional layer of protection and encryp-

tion without burdening our network. Data security and integrity are guaranteed

by using blockchain as a distributed ledger, and the validation of transactions

through consensus processes increases the solution’s dependability. By enabling

seamless data exchange across disparate stakeholders and assuring scalability to

meet the expanding volume of healthcare data, the proposed framework seeks to

increase the efficiency and efficacy of the healthcare system. A comprehensive

solution to the problems with data security, privacy, sharing, and scalability is

provided by the proposed architecture utilizing the Polygon blockchain in the

healthcare industry. The Polygon blockchain’s high throughput and low transac-

tion fees are used by the framework to successfully address the scalability prob-

lems that are frequently present in standard blockchain technologies. Running

on a permissionless system, it promotes decentralization and transparency by

eliminating the need to rely on certain authorities or organizations. The addition

of two-side verifiability enhances the framework’s reliability and dependability.

This feature lowers the possibility of fraud and ensures the integrity of the net-

work by requiring authentication of both the pinged server and user nodes. The

addition of IPFS (Interplanetary File System) enhances security and encryption

while keeping the network’s effectiveness. IPFS makes hypermedia archiving

safe, secure, and resistant to data loss, manipulation, and censorship by utilizing

content-based addressing. The suggested system employs blockchain as a dis-
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tributed ledger, ensuring data security and integrity. The solution’s reliability

and trustworthiness are further increased by the consensus processes used to val-

idate transactions. The framework promotes collaboration and interoperability

throughout the healthcare system by making it simple for different stakeholders

to share data. Additionally, its scalability guarantees effective management and

processing of the expanding number of healthcare data. Overall, the proposed

system, which makes use of the Polygon blockchain, two-sided verifiability, and

IPFS, offers a complete response to the problems in healthcare data manage-

ment. It enables enhanced data privacy, security, sharing, and scalability, which

eventually results in more effectiveness and efficiency in the healthcare industry.
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