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ABSTRACT 
 

The ready availability of image-editing software makes it important to ensure the authenticity             
of images. This thesis concerns the detection and localization of cloning, or Copy-Move             
Forgery (CMF), which is the most common type of image tampering, in which part(s) of the                
image are copied and pasted back somewhere else in the same image. Post-processing can be               
used to produce more realistic doctored images and thus can increase the difficulty of              
detecting forgery. 
 
The thesis postulates the use of segmentation approach by following the three steps,             
segmentation of the image by SLIC, then using the Haar Wavelet Transform to extract the               
features and then using the Dense Depth Reconstruction algorithm for feature matching. The             
experimental results illustrate that our proposed algorithms can detect forgery in images            
containing copy-move objects with different types of transformation (translation, rotation,          
scaling, distortion and combined transformation). Moreover, the proposed methods are robust           
to postprocessing (i.e. blurring, brightness change, color reduction, JPEG compression,          
variations in contrast and added noise) and can detect multiple duplicated objects. 
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Chapter-1  
 
Introduction 
 

1.1 Introduction 
 

In the present era cyber-attacks and cybercrime are the most complex issues ascending on the               
planet. It can result in large amount of financial loss or confidential information loss. With               
the increment in image altering tools, their increasing availability across the internet and             
borderless availability for transferring data across the world, makes it complex issue for a              
developing economy. Any crime which uses computer as an instrument, target or method can              
be said to be cybercrime. Here we are dealing with cybercrime related to images and that                
issue is known to be image forgery. There are different techniques used to detect image               
forgery in images. 

There are six main types of image forgery: Cloning, splicing, retouching, morphing,            
enhancing and computer generating. 

Basic image forensic tools used for detection of these image forgeries are: Format based              
method, camera-based method, physically based method, geometric based methods,         
pixel-based methods.  

Image authentication is basically of two types: Active and Passive. 

Former is basically used to check whether the image content is legitimate or not and the latter                 
is used for detecting the forged regions. Watermarking is used in the authentication. Fragile              
and semi fragile watermarks are used in this approach to check the forged region. 

Passive Approach is divided into two types i.e. the Forgery Dependent on the type and               
Forgery Independent on the type.  

In this we use the segmentation-based methods for segmenting the image and then Haar              
Wavelet is used for extracting the features, following the Dense Depth Reconstruction for             
matching the features extracted. 
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With the increasing information, cybercrime is an advanced transnational issue in the            
developing economy. Any criminal action/activity that utilizes a computer either as an            
instrument, goal or a procedure for disseminating additional intrusions that are wildly nearest             
to cybercrime. Digital crime is the type, in which, fraud is the standard offense, and the PC is                  
a source or target of the lead composing crime on computerized data, like controlling the               
computerized data. The specific piece of an examination and analysis is subdivided into a              
couple of sub-branches, relating to the kind of cutting edge devices included; PC legitimate              
sciences, framework criminology, scientific data examination and mobile phone criminology.          
The normal quantifiable technique encompasses the seizure, scientific imaging (anchoring)          
and investigation and analyzation of advanced media and the age of a report into assembled               
verification. Furthermore, what's more recognizing direct confirmation of a crime, progressed           
legitimate sciences and innovation can be used to credit evidence to specific suspects, affirm              
justifications or clarifications, center arrangement, perceive sources (for example, in          
copyright cases), or confirm chronicles. Examinations are significantly broader in degree than            
different zones of quantifiable examination (where the commonplace point is to offer            
responses to a movement of less demanding request) habitually including complex timetables            
or theories.  

The improvement in computer crimes in the midst of the 1980s and 1990s brought on law                
implementation associations to begin developing specific social affairs, as an administer at            
the national level, to deal with the specific parts of investigation and examination. Since              
2000, in light of the necessity for regulation, different bodies and associations have circulated              
rules for cutting edge criminology. In the midst of the 1980s not a lot of specific advanced                 
quantifiable gadgets existed, and subsequently authorities frequently performed live         
investigation on media, looking at computers from within the working system using existing             
structure go to focus verification. This training passed on the threat of changing data on the                
circle, either inadvertently or something different, which incited instances of evidence           
tampering. Different instruments were amid the mid-1990s to mark the issue.  

  

 

1.2 Copy Move Forgery 
 

In an image, it is easy to make an image forgery by duplicating some elements of an image                  
and placing them on other part of the similar image, but it is difficult to locate this image                  
forgery (CMF) just by seeing it. The general Copy Move Forgery detection framework             
comprises of a few fundamental advances. First of all, we will change RGB shaded input in                
to grey scale input. The extraction of features from the image is done in the second step.                 
There are two distinct strategies for extract features: dividing the input in to blocks (thickly);               
or recognizing intrigue locales in the input image. By using primary technique, the photo may               
perhaps be separated into overlapped or non-overlapped blocks, these blocks can be in shape              
of square or circle square. Extract features from the image-blocks. In 2nd step, the no. and the                 
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areas of intrigue points fluctuate, contingent on the strategy (e.g. Scale-Invariant Feature            
Transform (SIFT) [3], Speeded Up Robust Features (SURF) [4], and so on.). Features at that               
point extricated in a region of the intrigue focuses. In 3rd step discovery of the matches                
(similitude) in between the extricated highlights. Many strategies being used to locate this             
similarity. The very common recognized technique is - sort the component vector in             
lexicographic manner and find Euclidean distance among contiguous stored vector [5]; or            
assemble a k-d tree containing every component vector and locate the second Approximate             
Nearest Neighbour (2ANN) for every component [6]. 

The pixel values of attribute vector of the replicated & turned, scaled or sheared parts are not                 
same as the first parts on account of the interpolation, & these progressions may be               
contemplated in the coordinating procedure. In categorizing- fabricated matches may be           
evacuated to improvise essential outcome, trailed by post-preparing the outcome; for           
instance, filling of the gaps in substantial object as well as expelling the threshold objects               
(object that are less than value of threshold.  

Here is a major distinction in processing cost & measure of identified points of interest               
between blocked based strategies and Key Point based techniques. Key Point based            
techniques possessed benefit of processing complexity (which devour almost no memory &            
are considerably speedier as compare to block-based techniques). At the same time, Key             
Point-based strategies can't deliver profoundly precise outcomes (because of distinguishing          
just portions of the CM (copy move) objects or delivering a fabricated -ve in level areas). 

 

 

1.3 Research Significance and Motivation 
 
An image would more be able to emphatically impact viewers than a billion of words; photos                
are utilized in form of proof in courts, logical-research, political-battles and fashion books.             
Images speak to a further common & productive approach for communication with peoples             
than content do. For instance, there's no compelling reason for interpreting image starting             
with one dialect then onto the next. The fast accessibility, convenience and abundance of              
modest gadgets to catch, collecting and sending images (cell phones, advanced camera &             
scanner) have made a difference to widened them. At similar time, the many programming              
bundles are available to make images forged, which makes it exceptionally straightforward            
notwithstanding for the fledgling clients to change the image or make another one. This              
builds the likelihood of forging furthermore, altering of visual information, which is never             
again confined to specialists. As a result- certainty and respectability, which were images             
once having is dissolved by headway of computerized innovation. (Example: All the images             
are forged, in the mould magazines [1].) Main idea behind this exploration is to recognizing               
one kind of image altering, the copy move forgery. 
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Chapter – 2 

 

Literature Review 
 
Fig. 2.1 The one of the earliest doctored image from historic period, Head of Abraham               
Lincoln's was reordered on another legislator's head (splicing). In Fig. 2.2, political enemy of              
Stalin was expelled from the photo, that is other kind of imitation (CM-forgery). Errand of               
doctoring image was a troublesome and deadly task because restricted instruments & gadgets             
were accessible around then (in the past). 
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Figure 2.1 Original image of U.S. President Abraham Lincoln (Left) and forged image of              
Mr. Abraham Lincoln's head & Southern Politician John-Calhoun's Body. 

 

 

                                 

 

Fig. 2-2 Stalin’s Political enemy was isolated (below-image) 

Despite what might be expected, these days, little exertion is expected to actualize such              
errand. Consequently, the various reasonable, easily utilized and great computerized image           
obtaining, handling, and altering gadgets and apparatuses which are accessible to the end             
clients. Accordingly, both expert and novices can, effortlessly and quickly, modify images            
deprived of any recognizable trace. The trust in computerized images is lost, particularly in              
confidential information, for example, news materials, medicinal registers and confirmation          
in courtroom, and so on. Especially, the field of digitized image legal sciences emerged with               
the essential objective of creating effective and dependable forgery detection techniques of            
images. 
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2.1 Digital Image Forensics 
 

The advanced image legal investigation, that is a piece of interactive media criminology,             
bargains with:  

● Image resource ID. 
● Recognition of PC created images. 
● Digitized image falsification recognition. 

 

The advanced falsification location techniques are divided into Active strategies and Passive            
(blind) strategies. Digitized watermarking and computerized signatures are contemplated as          
active strategies as they have to install a few data in the images previously storing or                
transmitting. While, passive techniques endeavour to discover whether the picture is bonafide            
or not with no previously inserted data [11]. 

 
2.1.1 Types of Digital Image Forgery 
 
Image fabrication is subdivided into six principle sorts: Cloning, Splicing, Retouching,           
Morphing, Enhancing, and Computer Generating. 
 
 
2.1.1.1 Cloning 
 
Cloning or Copy-Move Forgery (CMF) is the regular sort of image fabrication, that is              
anything but difficult to execute and hard to recognize. In CMF, parts of the image are copied                 
and then pasted into the similar image, see Figure 2-3. If CMF is finished with caution, its                 
pictorial discovery is troublesome. Additionally, since the duplicated locales may perhaps be            
in any area or may have any outline, looking through all the conceivable image segments of                
various sizes and in various areas is administratively not feasible [11]. Numerous conceivable             
sorts of change (pivot, scaling, shearing and consolidating of a few types) may perhaps be               
seen in forgery. For instance, in utilizing pivot, the portions are Copied-Rotated-Moved            
(CRM) in a similar photo and a turn invariant element must to be utilized to recognize this                 
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kind of fabrication. In addition, numerous conceivable post-preparing controls can be           
recommended (e.g. including noise, obscuring, shading lessening, and so on.) for creating the             
adjusted image appearance more sensible. Since the duplicated inserted area is from the             
similar photo and the post-handling activity is implemented on the entire image, the attributes              
of the duplicate move area(s) (e.g. shading and noise) are good with that image. This sort of                 
falsification is tougher to distinguish than different sorts, for example, splicing and            
retouching. This is because the typical strategies for distinguishing contrary qualities,           
utilizing factual estimations to think about various portions of the image, are futile for CMF               
recognition [12]. 
 

  
 
 
Fig. 2-3 The original image (on the left) and the tampered image (on the right) shows four                 
Iranian missiles; [12]. Copy-Move forgery-example (appeared in the press in July, 2008). 
 
 
 
2.1.1.2 Splicing 
 
Using an amalgam of more than two pictures to make another one is a typical kind of graphic                  
control. At the point when splicing is done deliberately, the outskirt between the spliced areas               
is here and there outwardly vague, see Figure 2-4. Such photomontages can be found in a few                 
scandalous news which incorporate the utilization of falsified images [11]. 
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Figure 2.4 It is supposed that this adjusted image influenced to Senator Millard Tydings'              
electoral defeat in 1950. The image of Tydings (right) communicating with Earl Browder             
(left), a leader of the American Communist party, was meant to propose that Tydings had               
communist compassions. 
 
 
 
2.1.1.3 Retouching 
 
Previously, a layer was modified by coating over it with a keenly-sharpened brush, utilizing              
unique colours. These days, advanced modifying is substantially less demanding and           
speedier. As observed on Figure 2-5, a unique image of an on-screen character is being               
carefully modified to influence him to look more youthful. This altering included copy             
moving little fixes to bring down the hairline, evacuate wrinkles and expel the dull shades               
under the eyebags [13]. 
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Figure 2.5: Actor’s real image (right), and a re-touching is done for giving him a younger 
look (left) [13]. 
 
For repairing of damaged images, again retouching is being used. 
 

                                
 
                                      Figure 2.6: Image repairing 
 

 

 

 

2.1.1.4 Morphing 

 
It is an advanced system that progressively changes between the images. Appeared in Figure              
2-7, George Bush’s image (source image) is transformed into a Barack Obama’s image (goal              
image). As appeared, the outline and look of the resource gradually changes into the outline               
and look of the objective. The halfway images contain attributes from both the resource and               
goal images [13]. 

 

                                             Figure 2.7: Bush - Obama Morphing 

 

18 
 



 

2.1.1.5 Enhancing 

 
This kind of altering does not change the image's substance however it incorporates             
contrast/shading alteration, obscuring and sharpening. However, this sort of altering can at            
present have an implicit impact on the translation of a photo, for example, changing the day                
interval when the photo being taken, Figure 2-8 [13]. 
 

                                          
 
Figure 2.8: (left to right) real image, Modifying the colour contrast for image enhancing 
 
 

 
 
2.1.1.6 Computer Generating 
 
A PC produced image may perhaps be characterized as an image made by a talented               
craftsman/software engineer utilizing a PC, while different sorts of image falsification           
(splicing, cloning, retouching, morphing, enhancing) change the presence of a photo (either            
from a computerized camera or a carefully examined picture), Figure 2-9 [13]. 
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Figure 2.9: A computer made prototype (left) and the resultant portrayed image (right) [13]. 

 

 

2.2 Image Forensic Tools 
 

As indicated by [11], the image criminological devices are separated in five classifications:             
Format-based methods, Camera-based systems, Physically based procedures,       
Geometric-based methods and Pixel-based systems.  

 

1. Format based methods: Utilizing factual relationships in particular lossy pressure           
calculations to recognize altering within the pictures with JPEG format.  

 

2. Camera-based methods: Utilizing the camera focal point, sensor or equipment           
post-processing to distinguish altering.  

 

3. Physically-based methods: These procedures utilize material articles, the light source(s)           
and the camera to make a 3-dimensional prototype for distinguishing abnormalities [16].  

 

4. Geometric-based methods: Estimating the items on the planet, also their locates in respect              
to the camera.  

 

5. Pixel-based methods: Operating at pixel stage to recognize factual irregularities that are             
identified with the extent of the work. 

 

 

2.3 Copy Move Forgery Detection Techniques Overview 
 

Digitized image falsification detection procedures are for the most part arranged in two             
classifications: active approach and passive approach [2, 15]. Former requires a pre-handling            
phase and proposes implanting of watermarks or computerized signatures to pictures [13]. It             
depends on the nearness of a watermark or signature and consequently require learning             
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unique image. In this way, their activity is constrained. Procedure/set utilized to implant the              
watermark or unique finger impression. Control on image affects the watermarking and            
resulting watermarking recovery and inspection of its state will show if altering has             
happened. While, in the latter approach, no prerequisite of information of unique picture is              
present there. It doesn't depend of essence of Digital watermark or Digital unique mark. This               
approach is viewed as transformative improvements within the region of alter discovery [11]. 

 

 

Figure 2.10: Types of Image Forgery Detection 

 

 

Techniques for detecting forged images done by copying and pasting is being ordered in two               
noteworthy classes that are as following:  

1. Key Point Based detection.  

2. Block Based detection.  

In this, the image is subdivided into a few over lapping squares. Squares are contrasted               
contrary to one another all together to see which squares are coordinated. The locales of the                
photo secured by the coordinating squares are the replicated and fabricated areas. If there              
should arise an occurrence of Key Point Based technique no segmenting of the image is               
implemented. Or maybe identification is implemented based on key points discovered in the             
image. These key points are the areas with the large entropy. The two strategies vary in just                 
feature extraction rest steps are same. 

 

2.3.1 Block Based Detection 
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Block based strategy parts the picture in overlying squares and implement a reasonable             
procedure to extricate attributes based on which the blocks are contrasted with decide             
comparability [1]. Initially the picture is pre-processed i.e. Changed over to grayscale.            
Pre-processing is discretionary. After that the picture is sectioned into overlapped chunks of             
pixels. Image having size M × N and a block n having size bxb, the overlapped blocks                 
number is specified by (M-b+1) x (N-b+1). On every one of these blocks, a featured vector is                 
extricated. Afterwards element extrication, coordinating is implemented. Attribute vector         
relies upon which attribute is being utilized. Exceptionally comparative featured vectors are            
coordinated as sets. Strategies that are utilized for coordinating are lexicographically ordered            
on the feature vectors and closest neighbour assurance [9]. Any one from both may perhaps               
be utilized. The comparability of two attributes can be dictated by altered matching criterion,              
e.g., the Euclidian separation. 

 

Jessica Fridrich et.al [2003] examined the issue of recognizing the copy move forgery and              
they portrays a proficient and dependable copy move fabrication identification technique. The            
technique can effectively identify the fabricated portion also when the duplicated zone is             
improved and when the produced picture is stored in a lossy configuration, for example,              
JPEG, they showed execution of the projected technique on a few fabricated images [8]. 

 

Babak Mahdian et.al [2006] projected a technique to naturally limit copied areas in advanced              
images. The strategy depends on blur minute invariants. The photo is initially partitioned in              
overlapped chunks and chunks are spoken to utilizing blur invariants. The measurement of             
the squares portrayal is diminished by utilizing the primary part conversion. A k– d tree is                
utilized to effectively implement multidimensional uncertainties information for resemblance         
of blocks investigation. The yield of the calculation is a copied image areas map. The               
analysed outcomes exhibit the high capacity of the anticipated strategy to identify copy–             
move falsification in an image also when changes like blur corruption, extra noise, or              
self-assertive complexity are available in the replicated areas [2].  

 

Zhang Ting, et. al [2009] anticipated a strategy supporting SVD for identifying copy move              
imitation. It works by initially separating single valued SV attributes and then coordinated             
into its closest neighbours within the image. Coordinating is performed utilizing investigating            
technique of k-d tree. Exploratory outcomes demonstrate that the anticipated calculation has            
less processing convolution and is stronger to post image preparing, for example, scaling,             
turn, noise defilement, Gaussian blurring, lossy JPEG firmness and so on [15].  

 

Seung-Jinn Ryu et. al [2010] anticipated an identification strategy for duplicate transfer            
falsification which utilize Zernike moments. The anticipated technique distinguishes a          
produced area despite the fact that it is pivoted. Additionally, it is strong against added White                
Gaussian Noise, JPEG compressions, and obscuring [12].  
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a. DCT Based Methods 

 

The primary strategy for recognizing CMF was recommended by Fredrich et al. [18].             
Partitioning of the image is done by them into covering squares and quantising the Discrete               
Cosine Transform (DCT) coefficients of every square; then arranged these lexicographically           
also the likeness among neighbouring square is checked.  
 
Hu et al. [19] partitioned the image into (8×8) covering squares and processed the DCT               
quantities from every block. In crisscross requesting, 8 quantities are chosen, as per             
recurrence, from the cluster established by the quantized coefficients. The strategy is strong             
to obscuring and noise tainting. However, in this work these analysts did not think about               
more unpredictable change. 
 

 

b. Statistical based Methods 

 

Dong et al. [22] proposed a system in light of breaking down the antiquities that altering                
presented in pixel connection and cognizance. The projected method depended on the idea of              
pixel "run" which gave the quantity of back to back pixels having the same gravy level power                 
concerning a specific straight arrangement. Although the strategy delivered the desired           
outcomes its precision level ranges in the vicinity of 69.75% and 84.36% depending on              
feature sets utilized. 

In another work, Popescu and Farid [22] dissected pixel connections that were sensitive to              
re-examining or any sort of altering. Whether it was up-sampling or down-sampling the             
procedure will definitely present changing relationships between neighbouring pixels. The          
calculation, notwithstanding, demonstrated low execution when it was tried on JPEG images            
due to quantization blunders added to the image by the lossy compression method. 

Ng and Chang [23] projected a technique for tamper detection that was supported analysing              
signal behaviour. In keeping with the creators, the change of integrity of composites from              
totally different sources caused some reasonably disturbance within the persistence of signals            
at the meddling point. The projected methodology achieved tamper detection precision of            
70%. 

Chen et al. [23] instructed victimisation part congruency for tamper detection. According to             
the authors, meddling caused abrupt transitions with reference to edges, corners and lines             
(which are all characterised as high frequency elements within the Fourier rework domain).             
Therefore, the technique foretold the grey-scale component values supported their          
neighbouring pixels’ grey-scale values. Then the anticipated image is deduced from the tested             
image to figure prediction error. This method removed the characteristics with low frequency             
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leaving those having higher frequencies that were then used for tamper detection. though the              
projected algorithmic program tested effective in tamper detection, the reported accuracy rate            
didn't exceed 83%. 

In another work by Wang et al. [8], a detection rule for splicing was projected based mostly                 
on analysing the GLCM of image colour property and edge analysis. Their plan was to               
separate a colour image into its Y, Cb, and Cr parts then apply a position detector to the                  
chromatic components (Cb or Cr). From the edge image, the GLCM is then extracted and               
used as a vector for features to train and test SVM. consistent with the authors, splicing                
introduces definite pointed edges that may stand out compared to authentic edges. Therefore,             
images that had objects with sharp edges were detected as spliced while images that had               
objects with sleek edges were detected as authentic. The best detection precision achieved             
was 90.5%. Finally, Liu et al. [62] projected a splicing detection rule that was supported               
image edge analysis and blur detection. The blurring operation averaged the pixel valued             
neighbours so as to offer a sleek visual result. Therefore, the rule was designed to investigate                
the blur options that were introduced to the image then detected the changes in pixel values. 

In summary, we will see that the techniques mentioned during this section use totally              
different statistical ways to live the correlation between image pixels. 

 

 

c. Transformation Based Methods 

 

Li et al. [24], the coloured photo is changed into greyscale initially and then separated               
utilizing a Gaussian low pass channel. The separated picture was isolated in covering             
roundabout squares having a width equivalent to 16. The Polar Sine Transform (PST) [24],              
from Polar Harmonic Transform (PHT) [24], was utilized to extricate attributes from every             
square. The attribute vectors were arranged lexicographically and every square component           
contrasted and its contiguous 20 lines to discover matches. At long last, morphological             
preparing was utilized to create the last recognition delineate. They tried the execution of              
their calculation on images gathered from the web. Their strategy is strong to interpretation,              
revolution and some post-processing strategies (e.g. JPEG pressure and including          
commotion). They didn't think about scaling, obscuring photos, or the instance of numerous             
duplicate transfer imitations in his work. In addition, in their investigations they utilized             
images having a straightforward scene; the recognition of the falsification in such pictures is              
much less demanding than in more confounded images. 
 

 

2.3.2 Key point Based Detection 

 

24 
 



The key point-based techniques in the writing typically requires two stages for identifying             
and depicting neighbourhood pictorial attributes. In the initial step, the intrigue points are             
localized. In step two, the development of the powerful nearby descriptors is done, such that               
it ought to be invariant to relative changes. The neighbourhood pictorial attributes are             
generally utilized for image recovery and object acknowledgment, because of its strength to a              
few geometrical changes, for example, pivot, scaling, impediments and mess [3]. In the             
writing, SIFT and SURF are generally used in key point-based copy move fabrication             
recognition. Scale-space is used in both algorithms.  

 

2.3.2.1 Scale Invariant Feature Transform (SIFT) 

 

It was created by David Lowe in 2004 for continuing his past works upon invariant element                
identification (Lowe, 1999). The creator projected a strategy for distinguishing particular           
features from the digitized photos that are invariant that can be later used to perform               
dependable coordinating between various perspectives of a view. The fundamental key ideas            
utilized here are: former is the particular invariant attributes and latter is consistent             
coordinating. The attributes recognized by SIFT are more appropriate for consistent           
coordinating in the images, as it utilizes the course separating way to identify the attributes               
that change image information into scale-invariant directions in respect to nearby attributes. It             
includes four primary steps [4].  

 

1) Scale-Space extrema identification;  

2) Key point localization and sifting;  

3) Positioning Allocation; and  

4) Key point descriptors. 

 

 

 

 

 

2.3.2.2 Speeded Up Robust Features (SURF): 

 

It was anticipated by Bay et al. 2006[5] and guarantees the fast in all three of the                 
identification of the features steps: detection, description, and coordinating. Because of the            
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utilization of the Hessian network's trail, the coordinating velocity is being altogether            
enhanced upon the SIFT. The SURF calculation accelerates the SIFT's identification           
procedure by not incising the nature of the identified points. Here, the scale-space is made by                
choosing the distinctive scope box channel convolving the fundamental image. The possible            
key points are identified by utilizing the Hessian grid and Non-maximizing concealment. For             
the task of one at least authoritative introductions, a rising introduction window of size pi/3               
recognizes the prevailing introduction of the Gaussian weighted Haar wavelet reactions at            
each example point inside a round neighbourhood near the intrigue point. The descriptor             
comprises of a situated quadratic lattice with 4×4 square sub-areas. It is placed over the               
intrigue point, and for each block the wavelet reactions are figured from 5×5 examples. For               
all fields the aggregates of dx, |dx|, dy, |dy| are gathered and registered moderately to the                
introduction of the framework. 

 

 

2.4 Related Work 
 

Previously, different sorts of visually impaired image splicing recognition techniques are           
produced supporting the way that image altering for the most part changes the measurable              
qualities of characteristic images. Utilizing Support Vector Machine (SVM) as the classifier,            
He et al. projected a grafting image identification technique, in which the surmised running              
interval is connected on the first image, predicting erroneous photograph, and remade photos.             
The technique accomplished the best discovery rate of 80.58% with absolutely 30-D features             
on Columbia Image Splicing Detection Evaluation Dataset [5]. In [6], a characteristic image             
demonstrates comprising two sorts of factual attributes were outlined and accomplished           
91.87% recognition exactness on Columbia Image Splicing Detection Evaluation Dataset.  
 
He et al. [7] projected an extended Markov plot in DCT and DWT space supporting               
previously mentioned normal prototype. Also, surface, taken as a fundamental attribute of the             
photos, depicts natural assets of the article exterior and gives an essential optical prompt to               
picture investigation. In a few editorials, the descriptors supporting surface data are            
connected to recognition of image grafting. Alahmadi et al. [8] projected a passive image              
falsification identification strategy in view of Local Binary Pattern (LBP) and DCT to             
distinguish photo grafting. The LBP surface descriptor was connected on each multi-scale            
and multi-arranged sub-band produced by Steerable Pyramid Transform (SPT) on          
chrominance networks, and it accomplished 94.89% identification precision on CASIA v1.0           
dataset [9]. The multi-scale Weber Local Descriptors (WLD) was depicted and photo            
attributes were extricated from multi-scale WLD histograms.  
 
Moreover, the nearby learning-based component choice system were connected to the           
element vector to reduce the measurement [10]. In 2012, Sastry et al. [11] consolidated LBP               
with GLCM to explore the stage change temperatures. Then, the GLCM were ended up being               
a compelling surface descriptor [12]. As a surface investigation innovation, the GLCM were             
regularly connected to the commotion order [13], image grouping [14] and surface            

26 
 



component extrication [15]. For better saving the vital image edge data in scene order, the               
grey level inclined co-event grid was used to extricate attributes in the areas of intrigue               
focuses [13].  
 
Shanmugam et al. portrayed certain effortlessly processable textural attributes supporting          
GLCM, and then these attributes were utilized to distinguish the classification of three             
various types of image information [14]. A legitimate surface attribute extrication strategy in             
light of grey level contrast co-event lattice was exhibited in [15]. By dissecting the splicing of                
a picture innovation, Chen et al. intertwined the components of GLCM as vectors of              
highlight, that was then directed to SVM classifier to isolate grafted pictures from normal              
photos, and this technique made progress discovery rates of 91.2% and 98.5% on Columbia              
Image Splicing Detection Evaluation Dataset and CASIA v1.0 [16]. 
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Chapter – 3 

 

Problem Formulation 
 
This section presents the centre of the issue proclamation that we are attempting to address in                
this undertaking. It speaks finally about the arrangement of the issue and related ideas.  
 

3.1 Problem Statement 
 

The previously mentioned strategies in chapter-2 can accomplish great execution on image            
fraud discovery. In any case, it can't be ensured accomplishing high recognition rate with              
moderately little attribute measurement. For handling this issue, the attribute collection           
calculation is used in a few explorations to lessen the dimensionality of the vectors of               
features and selecting the most applicable attributes, yet additionally causing the processing            
many-sided quality expanding correspondingly. 
 
 
3.2 Problem Solution 
 
There are real issues in the standard ways dealing with recognizing CMF (i.e. the block-based               
techniques more often than does not require quite a while to remove from the photo, on the                 
other hand, the key point-based strategies just recognize chunk(s) of the copied articles). To              
defeat those issues, a division-based approach is applied. It is speculated that over-division             
strategies (e.g. super pixel [7]) is more suitable than below-division techniques [8], in light of               
the fact that they permit a bigger scope of attributes (such as, insights) to be deliberated to                 
portray apiece fragment. The division will partition the picture much superior to anything a              
block-based approach on the grounds that it will show limit observance, that can enhance the               
precision of CMFD and lessen the needed calculation interval. 
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Chapter – 4 

 

Proposed Work 
 

4.1 Proposed System 
1. Initially, the host image is segmented into non-overlapped patches of unpredictable shape             
in various scales. For that, we utilize Simple Linear Iterative Clustering (SLIC) calculation to              
fragment the entire image.  
 
2. At that point, we apply HWFM (Haar Wavelet and Fourier Mellin) change to remove               
feature focuses from all patches, to produce the multi-scale features.  
 
3. The Dense Depth Reconstruction calculation is accordingly proposed for finding the            
coordinating that can show the suspicious areas in each scale.  
 
4. At last, the areas with suspicion in all scales are converged to decide the distinguished                
fraud areas. 
 

 

4.1.1 Segmentation 

 

SLIC super pixel segmentation 

Super pixels give a helpful expression that is used to process nearby image features. They               
catch repetition in an image [1] and enormously decrease the intricacy of resulting image              
handling assignments. They have demonstrated progressively valuable for applications, for          
example, profundity estimation [2], image division [3, 4], skeletonization [5], body display            
estimation [6], and protest limitation [7]. For super pixels to be valuable they should be               
quick, simple to utilize, and create high quality divisions. Super pixels are created by              
grouping pixels in view of their colour likeness and nearness in the image plane. 
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4.1.2 Feature Extraction 
 
HWFT (Haar Wavelet Feature Transform) 
 
The Haar wavelet has been the most straightforward kind of wavelet. In distinct frame, Haar               
wavelets are recognized with a controlled activity called the Haar change. For the other              
wavelet changes, the Haar change is being used as a model. The Haar change is being utilized                 
for flattening sound signs and eliminating noise. The Haar change also loans itself effectively              
to basic hand calculations. 
 

The Haar Scaling function is defined as 
 

, if  0≤x∅ (x) = 1  < 1  

, otherwise∅ (x) = 0   

 
The Haar Wavelet’s mother function is defined as 
 

φ (x) = ∅ (2x) − ∅ (2x )− 1  

 
where 

, 0≤x≤φ (x) = 1  2
1  

, ≤xφ (x) =  − 1 2
1 < 1  

, otherwiseφ (x) = 0   

 
 
 
 
4.1.3 Matching 
 
Dense Depth Reconstruction 
 
For finding depth, estimation of depth is being done utilizing an arrangement of involving              
computation strategies. The resultant class comprehensively alluded to as uniqueness          
approximating calculations [9– 12], approximating the depth by processing the          
inconsistencies among couple of images by means of their comparing coordinating features            
[13], [14]. Dissimilarity approximation calculations for the most part function admirably           
under all around adapted situations, yet they may perhaps be touchy to radiance, commotion,              
camera arrangements, and other camera aspects. In this way, the powerful number of             
dependable features that can be used for divergence approximation is in reality many less              
than the number of pixels of the image. 
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Chapter – 5 

 

Results 
 
 

 
Figure 5.1: Original Image 

 

Finding texture of the image. 
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Figure 5.2: Image Texture 

Checking whether the image is tempered or not.         
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Fig 5.3.1 : Tamper Checking 

 

 

Fig 5.3.2: Tamper Checking 
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Fig 5.3.3: Tamper Checking 

Above figures show the image having no tampering. 
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2. Original Image 

 

 

Fig 5.4: Original Image 

Finding the image’s texture 
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Fig 5.5: Image Texture 

Checking for tempering 
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Fig 5.6.1: Checking Tampering 
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Fig 5.6.2: Checking Tampering 
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5.6.3: Checking Tampering 

Tampering is found. 

 

Now, we have to find the forged region. 
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Fig 5.7: Forged Area 
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Checking the accuracy of the system: 

 

 

Fig 5.8: Confusion Matrix 
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Chapter – 6 

 

Conclusion and Future Scope 
 
6.1 Conclusion 
 
Super pixel segmentation calculations can be exceptionally helpful as a formerly           
administrating stage for digitized products like object class acknowledgment and medical           
image division. To be useful, such calculations should yield superb super pixels that are              
reduced and generally similarly measured, for a low computational overhead. There are few             
super pixel calculations that can offer this and scale up for functional applications that              
arrangement with images more noteworthy than 0.5 million pixels. We exhibit a novel O(N)              
unpredictability super pixel division calculation that is easy to implement and yields better             
quality super pixels for a low processing and memory cost. It needs just the quantity of                
wanted super pixels as the information parameter. It scales up straight in processing cost and               
memory use.  
 
Present day cameras are equipped for creating images having resolving power within the             
scope of many megapixels. These should be compacted beforehand storing as well as             
transferring. The Haar change is utilized for photo solidity. The fundamental thought is to              
move the photo in a network where framework’s every component speaks to a pixel in the                
photo. For instance, a 256×256 framework is put something aside for a 256×256 image.              
JPEG photo pressure includes dividing the first image in 8×8 subparts. Every divided part is               
an 8×8 lattice. 
 
A variational way dealing with dense depth reconstruction has been displayed. It permits to              
appraise specifically the depth from various stereo images, while protecting depth           
discontinuities. The issue has been set as a regularization and minimization of a             
non-quadratic functional. 
 
 
 

 

6.2 Future Scope 
Future work will be focusing on the extension of the methods into spatial-timed volume of               
information for further improving the concordance of the estimations. 

42 
 



 

 

REFERENCES 
 

1. A. Piva, “An Overview on Image Forensics,” ISRN Signal Processing, Vol. 2013, PP.             

1–22, 2013. 

 

2. M. Tralic, Dijana and Zupancic, Ivan and Grgic, Sonja and Grgic, “CoMoFoD - New              

Database for Copy-Move Forgery Detection,” in ELMAR, 55th international         

symposium, 2013, PP. 49–54. 

 

3. D. G. Lowe, “Distinctive Image Features from Scale-Invariant Keypoints,”         

International Journal of Computer Vision, Vol. 60, No. 2, PP. 91–110, Nov. 2004. 

 

4. H. Bay, T. Tuytelaars, and L. Van Gool, “SURF: Speeded Up Robust Features,” in              

Lecture Notes in Computer Science (including subseries Lecture Notes in Artificial           

Intelligence and Lecture Notes in Bioinformatics), Vol. 3951 LNCS, 2006, PP.           

404–417.  

 

5. J. Fridrich, D. Soukal, J. Lukáš, “Detection of copy-move forgery in digital images,”             

in Digital Forensic Research Workshop, 2003, Vol. 3, PP. 272–276. 

 

6. Y. Li, “Image copy-move forgery detection based on polar cosine transform and            

approximate nearest neighbor searching,” Forensic Science International, Vol. 224,         

No. 1–3, PP. 59–67, Jan. 2013. 

 

7. R. Achanta, A. Shaji, K. Smith, A. Lucchi, P. Fua, and S. Süsstrunk, “SLIC              

Superpixels Compared to State-of-the-Art Superpixel Methods,” IEEE Transactions        

on Pattern Analysis and Machine Intelligence, Vol. 34, No. 11, PP. 2274–2282, Nov.             

2012. 

43 
 



 

8. D. Comaniciu and P. Meer, “Mean shift: a robust approach toward feature space             

analysis,” IEEE Transactions on Pattern Analysis and Machine Intelligence, Vol. 24,           

No. 5, PP. 603–619, May 2002. 

9. H. Farid, “Digital doctoring: Can we trust photographs?” Deception: From ancient           

empires to Internet dating, PP. 95–108, 2009.  

10. W. N. Nathalie Diane, S. Xingming, and F. K. Moise, “A Survey of Partition-Based              

Techniques for Copy-Move Forgery Detection,” The Scientific World Journal, Vol.          

2014, PP. 1–13, 2014.  

 

11. H. Farid, “Image Forgery Detection A survey,” Ieee Signal Processing Magazine,           

Vol. 26, No. 2, PP. 16–25, 2009.  

 

12. S. Baboo, “Automated Forensic Method for Copy-Move Forgery Detection based on           

Harris Interest Points and SIFT Descriptors.,” International Journal of Computer          

Applications, Vol. 27, No. 3, PP. 9–17, 2011. 

 

13. Wei Wang, J. Dong, and T. Tan, “Effective image splicing detection based on image              

chroma,” in 2009 16th IEEE International Conference on Image Processing (ICIP),           

2009, PP. 1257–1260.  

 

14. H. Farid, “Creating and Detecting Doctored and Virtual Images: Implications to The            

Child Pornography Prevention Act,” Department of Computer Science, Dartmouth         

College, Vol. 13, 2004. 

 

15. V. Savchenko, N. Kojekine, and H. Unno, “A practical image retouching method,” in             

First International Symposium on Cyber Worlds, 2002. Proceedings., 2002, PP.          

480–487. 

 

16. H. Farid, Photo Forensics. MIT, 2016. 

 

17. T.-T. Ng and S. Chang, “A Data Set of Authentic and Spliced Image Blocks,” 2004. 

44 
 



 

18. J. Fridrich, D. Soukal, and J. Lukáš, “Detection of Copy-Move Forgery in Digital             

Images,” International Journal, Vol. 3, No. 2, PP. 652–663, 2003. 

 

19. H. Huang, W. Guo, and Y. Zhang, “Detection of Copy-Move Forgery in Digital             

Images Using SIFT Algorithm,” in 2008 IEEE Pacific-Asia Workshop on          

Computational Intelligence and Industrial Application, 2008, Vol. 2, PP. 272–276. 

20. J. Li, X. Li, B. Yang, and X. Sun, “Segmentation-Based Image CopyMove Forgery             

Detection Scheme,” IEEE Transactions on Information Forensics and Security, Vol.          

10, No. 3, PP. 507–518, Mar. 2015. 

 

21. D. Powers, “Evaluation: From Precision, Recall and F-Measure to Roc, Informedness,           

Markedness & Correlation,” Journal of Machine Learning Technologies, Vol. 2, No.           

1, PP. 37–63, 2011. 

 

22. L. Li, S. Li, and J. Wang, “Copy-move forgery detection based on PHT,” in 2012               

World Congress on Information and Communication Technologies, 2012, PP.         

1061–1065. 

 

23. L. Li, S. Li, G. Wang, and A. Abraham, “An evaluation on circularly orthogonal              

moments for image representation,” in International Conference on Information         

Science and Technology, 2011, No. 4, PP. 394–397. 

 

24. T. Ng, S. Chang, J. Hsu, and M. Pepeljugoski, “Columbia Photographic Images and             

Photorealistic Computer Graphics Dataset,” Columbia University, ADVENT Tecnical        

Report # 205-2004-5, PP. 1– 23, 2005. 

 

25. I. Amerini, L. Ballan, R. Caldelli, A. Del Bimbo, L. Del Tongo, and G. Serra,               

“Copy-move forgery detection and localization by means of robust clustering with           

J-Linkage,” Signal Processing: Image Communication, Vol. 28, No. 6, PP. 659–669,           

Jul. 2013. 

45 
 


